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1. HEJIX OCBOEHMA JUCHUAIIJIMHBI

1.1 |OcHOBHOI mTeNBI0 Kypca HHOCTPAaHHOTO S3BIKA II0 JaHHOW IpoTrpaMMe SBISETCS (OPMHPOBAHHE Yy OOyYaromIuxcs
CIOCOOHOCTEH M TOTOBHOCTH K MEXKKYJIBTYpPHOMY OOILICHUIO: HAayUUTHCS JOTHUECKH BEPHO, apIyMEHTHUPOBAHO BBIPAXaTb
CBOM MBICIH B YCTHOW M NHCbMEHHOH (hopMe Ha MHOCTPAHHOM SI3BIKE; OCYIIECTBISTH MHOS3BIYHOE OOLIEHWE Ha oOIIue
TeMBl W TeMBI TNpPO(eCCHOHATHHONH HANPaBICHHOCTH; aHHOTHPOBATh W pedepHpoBaTh HHOSM3BIYHBIC TEKCTHI, HAyIHTh
CaMOCTOSITENNBHO TOJIb30BaThCS NPO(ECCHOHATEHON HHOSA3BITHON JINTEPATypPOH.

2. TPEBOBAHMUA K PE3YJIBTATAM OCBOEHUA JUCHATIJINHBI

VK-4: CnocoGeH 0OCymecTBJISTH /€JOBYI0 KOMMYHHMKAIIMI0 B YCTHOH M NMHUCbMEHHOH ¢opMax Ha rocylapCTBEHHOM SI3bIKe
Poccuiickoii @enepannu u MHOCTPaHHOM(BIX) sI3bIKe(aX)

B pe3yabTaTe 0CBOCHHMS AUCHUILIMHBI 00Y4YAIOLIUICS JOJIZKEH:

3narn:

COBPEMEHHbIE KOMMYHHUKATUBHBIC TEXHOJOTHH Ha TOCYIapCTBEHHOM M MHOCTPAHHOM S3bIKAX; 3aKOHOMEPHOCTH [JETIOBOH YCTHOH M
MICEMEHHOH KOMMYHHUKAIINHA (COOTHECEHO ¢ mHANKaropoM YK-4.1)

YMeThb:

MNPUMCHATDH HAa MPAKTUKEC KOMMYHHKAaTUBHBIC TCXHOJIOTMU, MCTOIBI U CHOC06BI JACJIIOBOTO O6HleHI/I5[ (COOTHCCCHO C MHOAUKATOpOM YK
-4.2)

Binagern:

HAaBBIKAMH ~ MEXKJIMYHOCTHOTO  JIENOBOTO  OOIIEHHMS Ha TOCYJapCTBEHHOM W  WHOCTPAaHHOM  fI3BIKaX, C TIPIMEHEHHEM
npodecCHOHATBHBIX S3BIKOBBIX ()OPM H CPEACTB (COOTHECEHO ¢ MHANKATOpoM YK-4.3)

3. CTPYKTYPA U COAEP KXAHME JUCHUIIJINHBI

Pa3neu 1. Present Simple Tense. Present Progressive Tense. Adjectives and adverbs Pronouns. Articles, Prepositions. Test.

C K -
Ne HanmenoBanue Temsl / Bun 3ansiTus /elhg;zp Yacos Ow:ll::;e" Jlureparypa
11 Juarsoctiueckoe TectupoBanme. Tema 1.1. Lessons 1-2 to be, to > 5 VK-4 ﬁii’ﬁ%g’ g;?’
" |have; there is/are; many, much. Unit 1 Speaking, Reading. / ITp / o J'[2. 2’ o
12 Tema 1.2. Lessons 3-4 Modal verbs, Present Simple, Past Simple, 5 ) VK-4 jjﬂzll,ﬁ}? ﬁé?’
" | some, any, no; Unit 1. Use of English, Listening; give & take. / ITp / o J'[2. 2’ o
. . o JI1.1, JI1.2, J11.3,
13 Tema 1.3. Lesson 5.Present & Past Continuous. Unit 1 Writing, 5 5 VK-4 1.4, J11.5, J12.1,
Vocabulary /Tp/
2.2
Tema 1.4. Lesson 6. Participle II, Present Perfect. JI1.1, JI1.2, JI1.3,
1.4 |Unit 2. Speaking, Use of English, Vocabulary, Reading 2 2 VK-4 JI1.4, J11.5, J12.1,
/Mp/ 2.2
Tema 1.5. Lesson 7. Future Simple, expression of the Future. Unit 2. JI1.1, JI1.2, JI1.3,
1.5 |Reading, Listening, Use of English. IlocnerexcToBble ynpaxHeHHS U 2 2 YK-4 JI1.4, JI1.5, J12.1,
nucbMenHble 3aaanus (LibreOffice). / TIp / 2.2
Tema 1.6. Lesson 8. Past Perfect, Sequence of Tenses, Future in the JI1.1, J11.2, J11.3,
1.6 |Past. Unit 2. Speaking, Use of English, Vocabulary, Writing, 2 2 VK-4 JI1.4,J11.5, J12.1,
Revision. /IIp / 2.2
17 Tema 1.7. Lesson 8. Vocabulary, Speech Ex-s. pp. 161- 163. Unit 3. ’ 2 VK-4 ﬁ%i’ g}g’ ﬁéi”
"" | Speaking, Use of English, Vocabulary, Reading. /IIp/ o J'[2. 2’ o
Tema 1.8. Unit 3. Speaking, Use of English, Vocabulary, Listening. JI1.1, JI1.2, JI1.3,
1.8 |Revision. 2 2 YK-4 JI1.4, J11.5, J12.1,
/Tp/ 2.2
. JI1.1, J11.2, JI1.3,
1.9 I/cho/nsumng' 2 4 VK-4 JT1.4, J11.5, TI2.1,
P 2.2
. o JI1.1, J11.2, JI1.3,
1.10 I\//[éna/gement in IT organisations. 2 4 VK-4 14,7115, 2.1,
P 2.2
IT Secutity. JI1.1, JI1.2, J11.3,
L1 /Cp/ 2 2 VK-4 J11.4,J11.5, J12.1,




2.2
JI1.1, JI1.2, JI1.3,
1.12 [ Unit 5. Neighbours. Verbs and prepositions. / ITp / 2 6 YK-4 JI1.4, JI1.5, J12.1,
2.2
JI1.1, JI1.2, JI1.3,
1.13 | Good neighbours. / Cp / 2 2 VK-4 JI1.4,J11.5, J12.1,
2.2
Pasnen 2. Past Simple tense. Future simple tense. Past Progressive Tense. Future Progressive Tense. Present Perfect Tense.
Modal verbs can, may, must.
o Cemectp Komneren-
Ne HaunmenoBanue Temsl / Bua 3ansiTus / Kype Yacos i Jlurepartypa
Tema 2.1. Lesson 9. Subordinates with that & what, if, whether; JI1.1, J11.2, J11.3,
2.1 [Reported Speech. Unit 3. Speaking, Use of English, Vocabulary, 2 2 VK-4 JI1.4,J11.5, J12.1,
Writing, Reading. /TIp/ J12.2
Unit 1. A Dolphin and an astronomer. Conversations.Word Building. JI1.1, J11.2, JI1.3,
2.2 |IlocimeTekcToBbIE YIPOKHEHUS u MMUCHEMEHHEIE 3aIaHus 2 4 VYK-4 JI1.4,J11.5, JI12.1,
(LibreOffice). / Ip / J2.2
Tema 2.2. Lesson 9. Grammar, Speech Ex-s. Unit 4. Speaking, L1 JI.2, 1.3,
2.3 . . 2 2 VK-4 JI1.4, J11.5, J12.1,
Reading, Use of English. / IIp / 2
JI1.1, JI1.2, JI1.3,
2.4 |Unit 2. Travel wisely, travel well. Informal letter. Listening. / ITp / 2 6 VK-4 JI1.4,J11.5, J12.1,
2.2
25 Tema 2.3. Lesson 10. Modal Equivalents, Comparative Constructions. 5 ) VK-4 jjﬁi’ ﬁ}g’ ﬁé?’
"~ | Speech Ex-s. Unit 4. Reading, Vocabulary, Speaking. / ITp / T H2. 2’ "
Tema 2.4. Lesson 11. Degrees of Comparison, Interrogative and JI1.1, J11.2, J11.3,
2.6 [negative Sentences. Text. Speech Ex-s p. Unit 4. Speaking, Reading, 2 2 VK-4 JI1.4,J11.5, J12.1,
Use of English. Revision, Testing (LibreOffice). / IIp / 2.2
JI1.1, JI1.2, JI1.3,
2.7 |Unit 3. The Interview. Requests and intentions. Phrasal verbs. / ITp / 2 6 YK-4 JI1.4, JI1.5, J12.1,
2.2
Tema 2.5. Lesson 12. Adverbial Clauses of Condition and Time,
. JI1.1, JI1.2, JI1.3,
Modal verb to be to, Indefinite Pronouns (each, every);
2.8 . . . . 2 2 YK-4 JI1.4, JI1.5, JI2.1,
Unit 5. Speaking, Reading, Use of English.
2.2
/Tp /
. . . . JI1.1, JI1.2, JI1.3,
29 Unit 4: Secret messages to ourselves. Small words with big meanings 5 4 VK-4 1.4 J11.5 JI2.1,
(few, little ) / Ip /
2.2
Tewma 2.6. Lesson 12. Grammar, Ex-s pp. 210-213; Text pp. 216-217; L1, 1.2, J11.3,
2.10 . L i , 2 2 YK-4 JI1.4, J11.5, J12.1,
Unit 5. Listening, Writing, Reading. / ITp / 2
"fl;erMatgg(.) Lc?sson 13. Attributive Clauses, Construction It is difficult 11,0112, 7113,
2.1 Unit 5. Use of English, Listening. 2 4 YK-4 1.4, 7115, J12.1,
2.2
/Tp /
. . . . JI1.1, JI1.2, JI1.3,
212 EIeM/a 2.8. Unit 5. Speaking, Use of English, Vocabulary, Writing. / 5 4 VK-4 1.4, 1.5, 2.1,
p 2.2
JI1.1, JI1.2, JI1.3,
2.13 [Tema2.9. Unit 5. Use of English, Listening, Revision. / IIp / 2 2 VK-4 JI1.4, J11.5, J12.1,
2.2
JI1.1, JI1.2, JI1.3,
2.14 | The Use of the Internet. / Cp / 2 4 VK-4 JI1.4,J11.5, J12.1,
2.2
. JI1.1, JI1.2, JI1.3,
2.15 ?lgldfen and the Internet. 2 4 VK-4 1.4, 1.5, 2.1,
p 2.2
. JI1.1, JI1.2, JI1.3,
2.16 ‘;Vébsjtes' 2 4 VK-4 JI1.4, J11.5, JI2.1,
P 1.2
. . JI1.1, JI1.2, JI1.3,
17 The Great Firewall of China. 5 4 VK4 14115, 2.1,
/Cp/ 2




2.18

Social Networks. / Cp /

YK-4

JI1.1, JI1.2, JI1.3,
JI1.4, JI1.5, J12.1,
2.2

2.19

Communication online. / Cp /

VK-4

JI1.1, JI1.2, JI1.3,
JI1.4,JI1.5, JI2.1,
2.2

2.20

Enviromental engineering. / Cp /

YK-4

JI1.1,J11.2, JI1.3,
JI1.4, JI1.5, JI2.1,
2.2

221

Future of IT. Languages study. / Cp /

YK-4

JI1.1, JI1.2, JI1.3,
JI1.4, JI1.5, J12.1,
2.2

222

3auer / 3auér /

YK-4

JI1.1, JI1.2, JI1.3,
JI1.4,JI1.5, JI2.1,
2.2

Pa3znen 3. Past Perfect Tense. Direct and indirect speak. Subordinate clauses. Sequence of Tenses. Future in the Past Tense.

Sequence of Tenses.

C K -
Ne HaumenoBanue Tembl / Bua 3ansarus /elng;c;p Yacos ONII:II:;eH Jlutepatypa
3] Tema 3.1. Unit 6 “Does Honesty Always Pay?”, Speaking, Reading, 3 4 VK-4 Jj:ﬂéll’ ﬁ}?’ ﬁé?’
" |Language Study (I wish and If only) Vocabulary / ITp / v J'[2. 2’ -
39 Tema 3.2. Unit 6, Reading, Speaking (Finding about each other), 3 4 VK-4 ﬁ}}" ﬁi? jgi”
| Writing (Student's book, p. 45), Vocabulary Language Study / Ip / o J'[2. 2’ o
Tema 3.3. Unit 6, Use of English Listening, Speaking, Language L1 JIL.2, 1.3,
33 . . 3 4 YK-4 JI1.4, J11.5, J12.1,
Study (Regrets with/wish) / ITp / 2
JI1.1, J11.2, JI1.3,
3.4 |Tema 3.4. Unit 6, Writing, Revision and Extension, Listening / ITp / 3 4 YK-4 JI1.4, JI1.5, J12.1,
2.2
Tema 3.5. Unit 7 “Letters to an advice column”, Speaking, Reading, L1, 1.2, 7113,
3.5 " 3 6 YK-4 JI1.4, J11.5, J12.1,
Language Study (Conditionals) / ITp / 2.2
. . . JI1.1, JI1.2, JI1.3,
36 T@Ma 36 Unit 7, Use of English, Vocabulary, Language study (Is it 3 4 VK4 1.4 J11.5 J12.1,
still going on?) / Ip /
2.2
Tema 3.7. Unit 7, Listening Vocabulary, Language Study (still, yet or L1, 1.2, 113,
3.7 . 3 4 YK-4 JI1.4, JI1.5,J12.1,
already?) Speaking / ITp /
2.2
. o .. . o JI1.1, J11.2, JI1.3,
38 EeM/a 3.8. Unit 7, Writing, Revision and Extension (Conditional 1,2) / 3 4 VK-4 1.4, 1.5, 2.1,
P 2.2
. . . JI1.1, J11.2, JI1.3,
39 Tema 3..9. Unit S, .Speakmg, Reading, Language Study (Three types of 3 4 VK-4 1.4 J11.5 JI12.1,
past action). Revision / ITp /
2.2
Information security. JI1.1, J11.2, J11.3,
3.10 | Information-systems security. 3 10 VK-4 JI1.4,J11.5, J12.1,
Computers in our world. / Cp / 2.2
IT,ialvjl‘n‘;g (fc‘ftglmls) . 1.1, J11.2, JT1.3,
3,11 | TOEMm O unempoyment. o o 3 10 VK-4 1.4, 7115, J12.1,
Looking into the future (computerization, robotization).
2.2
/Cp/
Role of Body Language JI1.1, JI1.2, JI1.3,
3.12 | Special topic - Computers make the world smarter and smaller 3 10 YK-4 JI1.4, JI1.5, J12.1,
/Cp/ 2.2

Paznen 4. If clauses. Modal verbs: should, ought to, have to. Past Perfect Progressive Tense. Used to do smth, to be used to
doing smth. To have and have got.

Ne HaumenoBanue Tembl / Bun 3ansaTus Cemecrp Yacos Kowneren- Jlutepartypa
/ Kype Lo
Tema 4.1. Unit 8, Reading, Language Study (so or such,) Reading L1, 1.2, 7113,
4.1 3 4 YK-4 JI1.4, JI1.5, JI2.1,
Language Study (so or such) / ITp / 2.2
42 |Tema 4.2. Unit 8, Listening, Vocabulary, Speaking, Listening, 3 4 VK-4 JI1.1, J11.2, JI1.3,




Language Study / Ip /

JI1.4, JI1.5, J12.1,

2.2

JI1.1, J11.2, JI1.3,

4.3 | Tema4.3. Unit 8, Writing, Revision and Extension, Listening / ITp / 3 2 YK-4 JI1.4, JI1.5, J12.1,
2.2

44 Tema 4.4. Unit 9 “The Face behind the Mask”, Focus 1, Speaking, 3 6 VK-4 jjﬂi’ ﬁ}g’ ﬁé?’

" |Reading, Language Study (although and despite) Listening / ITp / oY J'[2. 2’ "

JI.1, JI1.2, J11.3,

4.5 |Tema4.5. Unit 9, Vocabulary, Use of English, Language Study / I1p / 3 4 YK-4 JI1.4, JI1.5, J12.1,
2.2

Tema 4.6. Unit 9, Reading, Speaking, Language Study JI1.1, JI1.2, JI1.3,

4.6 |Tema4.7. Unit 9, Writing, Revision and Extension 3 2 VK-4 JI1.4,J11.5, J12.1,
/Mp/ 2.2

Tema 4.8. Unit 10 “Words and Feelings”, Speaking, Reading, L1 JI.2, 1.3,

4.7 . . 3 4 YK-4 JI1.4, J11.5, J12.1,
Speaking, Language Study (Comparison). / IIp / T2

Business online. L1 .2, 1.3,

4.8 /Cp/ 3 8 YK-4 JI1.4, J11.5, J12.1,
2.2

. JI1.1, J11.2, JI1.3,

49 S%mp/uter in the modern world. 3 6 VK-4 1.4 J11.5 J12.1,
P 7122

J1.1, J11.2, JI1.3,

4.10 |3auer / 3auér/ 3 0 YK-4 JI1.4, J11.5, J12.1,
2.2

Pazpneu 5. Perfect Continions Tenses. Conditional clauses. Indirect speeck. Participle.
Ne HaunmenoBanue Temsl / Bun 3ansatus C/eII\él;lc)zp Yacos Kmtllilel:e"- Jlureparypa

JI1.1, J11.2, J11.3,

5.1 |Tema5.1. Unit 11. Scenes from a romantic novel. Reading. / ITp / 4 4 VK-4 JI1.4,J11.5, J12.1,
2.2

JI1.1, J11.2, JI1.3,

5.2 |Tewma 5.2. Extract from a novel “Never Say Never”. / IIp / 4 2 VK-4 JI1.4,J11.5, J12.1,
2.2

JI1.1, J11.2, JI1.3,

5.3 |Tema 5.3. Speaking. Languages study — gerund, infinitive. / ITp / 4 2 YK-4 JI1.4, JI1.5, J12.1,
2.2

JI1.1, J11.2, JI1.3,

5.4 |Tema 5.4. Talking about company. / ITp / 4 4 YK-4 JI1.4, JI1.5, J12.1,
2.2

JI1.1, J11.2, J11.3,

5.5 |Tema5.5. Unit 12. A study in contrasts. Reading. / ITp / 4 6 YK-4 JI1.4, JI1.5, J12.1,
2.2

JI1.1, J11.2, JI1.3,

5.6 |Tema 5.6. Languages study — have smth. done. / ITp / 4 2 YK-4 JI1.4, JI1.5, JI2.1,
2.2

JI1.1, JI1.2, J11.3,

5.7 |Tema5.7. Listening. A year with overseas volunteers. / ITp / 4 2 YK-4 JI1.4, JI1.5, J12.1,
2.2

JI1.1, J11.2, J11.3,

5.8 |Tema 5.8. Successes and failures from business. / I1p / 4 2 VK-4 JI1.4,J11.5, J12.1,
2.2

Tema 5.8. Unit 13. A shopper’s nightmare. Reading. JI1.1, JI1.2, JI1.3,

5.9 |Revision 4 2 VK-4 JI1.4,J11.5, J12.1,
/Tp/ 2.2

. JI1.1, JI1.2, J11.3,

5.10 | Modem [Technologies. 4 6 VK-4 J11.4, J11.5, TI2.1,
P 2.2

. JI1.1, J11.2, JI1.3,

511 "5hcepd7velopment of IT technologies. 4 6 VK-4 1.4, 115, 2.1,
2.2

5.12 | Business in the social networks. 4 6 VK-4 JI1.1, J11.2, J11.3,




JI1.4, J11.5, J12.1,
/Cp/ .2
Paznea 6. Infinitive. Gerund. Subjunctive mood. Modal Verbs
Ne HaumeHnoBaHue Tembl / Bua 3ansatus Cemectp Yacos Kowneren- Jlutepatypa
/ Kype M
JI1.1, JI1.2, J11.3,
6.1 |Tema 6.1. Languages study —relative pronouns. /Ilp/ 4 2 YK-4 JI1.4, J11.5, J12.1,
2.2
JI1.1, J11.2, J11.3,
6.2 |Tema 6.2. Getting a job, advertising. / ITp / 4 4 YK-4 JI1.4, JI1.5, J12.1,
2.2
Tema 6.3. Unit 14. Mysteries of memory. Speaking. Languages study L1, JT1.2, 1.3,
6.3 4 4 VK-4 JI1.4,J11.5, 12.1,
— should have, must have. / IIp /
2.2
JI1.1, JI1.2, J11.3,
6.4 |Tema 6.4. A business trip. / IIp / 4 4 YK-4 JI1.4, JI1.5, J12.1,
2.2
JI1.1, J11.2, J11.3,
6.5 |Tema6.5. Unit 15. The man in the park. / ITp / 4 4 VK-4 JI1.4, J11.5, J12.1,
2.2
JI1.1, JI1.2, JI1.3,
6.6 |Tema 6.6. Unit 16. Looking into the future. Computerization. / I1p / 4 6 YK-4 JI1.4, JI1.5, J12.1,
2.2
JI1.1, JI1.2, J11.3,
6.7 |Tema 6.7. Problem of unemployment in present life. / ITp / 4 4 YK-4 JI1.4, JI1.5, J12.1,
2.2
Tema 6.8. Unit 17. Death trap. Reading. JI1.1, J11.2, J11.3,
6.8 4 6 VK-4 JI1.4,J11.5, 12.1,
/Mp/ 2.2
6.9 1]:[eM/a 6.8. Unit 17. Vocabulary, Speaking, Listening. I[ToBropenue / 4 4 VK-4 ﬁ}ij ﬁ}g: ﬁéi
p .2
Software. JI1.1, J11.2, J11.3,
6.10 4 6 YK-4 JI1.4, J11.5, J12.1,
/Cp/ 2.2
New technologies. L1, T1.2, 1.3,
6.11 /Cp/ 4 6 YK-4 JI1.4,J11.5, 12.1,
2.2
Talking about a company (facts and figures, structure, current
6.12 aCtiViﬁges)' e o ’ 4 14 VK-4 Jjﬂéll ﬁig ﬁ%
’ Successes and failures of the business world. ) v H2. 2’ "
Getting a job, advertising (applying for a job, interview, advice). / Cp / )
JI1.1, JI1.2, JI1.3,
6.13 | Ox3amen / Dx3ameH / 4 36 VK-4 JI1.4,J11.5, J12.1,
2.2

4. POHJI OHEHOYHBIX CPEJICTB

CrpykTypa u comepkaHue ()OHAA OIEHOYHBIX CPEACTB AN HMPOBEACHHS TEKyIIeH M IPOMEXKYTOUHOH aTTecTalliH INPEJCTaBICHB B
IIpunoxenun 1 k pabodeit mporpaMme AUCLMUILUIUHBIL.

5. YAEBHO-METOJUYECKOE 1 TH®OPMAIIMOHHOE OBECIIEYEHUE JUCIUITIJINHbBI

5.1. OcHoBHas 1uTEpaTypa

ABTODBI, 3arasue WznarenscTBO, TON Konuu-so
JI1.1 | O' Hunn P., yksopt | MHTEeHCHBHOE OOYUEHHE aHTIIMHCKOMY SI3BIKY. Oxcdopa: Oxford 144
M., Taiig K. Iepsbiii ceprudukar Universiti Press, 2009
JI1.2 | O'Hwun P., yxBoptr | VHTEHCHBHOE O0YUYEHUE AHTIIMICKOMY SI3BIKY: Oxkctopa: Oxford 45
M., Taiig K. pabouyast TeTp. University Press, 2004




ABTODBI, 3arnaBue H3parenscTBO, 1O Komnnu-Bo
JI1.3 [3aroponnoga, 1. A. Information Technology: yuebHoe mocobue no HoBocubupck: Cubupckuit | https://www.iprbooksho
rpaMMaTHKe aHTIIMICKOTO A3bIKA M YTCHUIO rOCYIapCTBEHHBIH p.ru/84063.html
YHUBEPCUTET HeOl‘paHI/IlleHHbIﬁ
TETIEKOMMYHUKAIUNA 1 JOCTYII I
unpopmariky, 2015 3apETHCTPUPOBAHHBIX
MOJTb30BaTeINeH
JI1.4 |Menbunuyk, M. B., Anrnuiickuit sa3pik. Grammar in Progress: yuebnoe | Mocksa: [Ipomereit, 2019 https://www.iprbooksho
Tpetpsikona, I'. B., mocobue p-ru/94405 . html
Tanmypa, T. A. HEOIPaHUYECHHBIN
JOCTYIL JUTst
3apErUCTPUPOBAHHBIX
0JIb30Bareseit
JI1.5 |HypyrtauHoBsa, A. P. AHTITHACKUIA A3BIK 151 HHG)OPMAIIMOHHBIX Kazanb: Kazanckuit https://www.iprbooksho
texuonoruit. Yacts I: yaebHoe nmocobue 1o HAIMOHATHHBIH p-ru/61959.html
(hOpPMHUPOBAHHIO HHOSI3BIYHOM TPOHECCHOHATBEHO HCCIIEIOBATEIHCKHUIA HEOTpaHUYEHHbIN
KOMIICTEHI[HH CTYACHTOB TEXHHYECKUX TEeXHOIOIMIeCKI JOCTYII JUTS
CHENUATBHOCTEH yHuBepcurer, 2013 3pETHCTPUPOBAHHBIX
OJTb30BaTeleH
5.2. lonoHUTEIbHAS JIUTEPATYPA
ABTODBI, 3aryiaBue W3 nparenscTBO, 1O Komnnu-Bo
JI2.1 |Tybunal.T. KoMnbrorepHbIit aHTITHICKHiA: yaeOHOe mocodue Mocksa: upekt-Menna, https://biblioclub.ru/inde
2014 x.php?
page=book&id=223364
HEOTpaHUYEHHBIN
JOCTYII ISt
3aperucTpUpPOBaHHBIX
T10JIb30BareNnen
J2.2 NHpOpMaLHOHHBIE CHCTEMBI M TEXHOJIOTHH: Open: I'ocyHusepcurer - https://biblioclub.ru/inde
KypHAT VHIIK, 2015 x.php?
page=book&id=446338
HEOTpaHUYEHHBIN
JOCTYIL JUTst
3apEeruCTPUPOBAHHBIX
NoJIb30Bareseit

5.3 lIpogeccuonanbubie 6a3bl JAHHBIX U HHPOPMALHOHHDbIE CIPABOYHBIE CHCTEMbI

Koncynbrant +
T"apanT

Harmonanbhas anekrponHas oudauoreka (HOB) - https://rusneb.ru/

5.4. IlepeyeHb MPOrpaMMHOT0 obecTieYeHu s

Onepauunonnas cucrema PEJI OC

LibreOffice

5.5. quﬁﬂo-MeTounqecmle MaTepuaJibl 1J51 CTYACHTOB ¢ OrpPaHUY€HHBIMH BO3MOKHOCTHMM 3/10POBbA

IIpu HeoOXOAMMOCTH IO 3aiBICHHIO OOYYAIOMETOCS C OrPaHHYCHHBIMH BO3MOXHOCTSIMU 37I0pPOBbS  y4eOHO-METONUUYECKHE
MaTrepualbl MpPeOCTaBISIOTCS B (OpMax, amanTHPOBAaHHBIX K OTPaHUMYCHHAM 310pPOBbsS M BocHpusaTHs uH(popMarmu. s nmi c
HapyImICHUSIMA 3peHus: B (opMme aynuodaiina; B medaTHOH (opMme yBeTHMUYCHHBIM IIpupToM. s JTUI ¢ HapymICHUSAMH CIyXa: B
(opMe DIIEKTPOHHOTO JOKYMEHTa, B IedarHod ¢Qopme. s JHm ¢ HapyMICHHSMH OIIOPHO-IBHTATEIFHOTO ammapara: B (opme
JJIEKTPOHHOIO JOKYMEHTa; B eUaTHOH dopme.

6. MATEPUAJIBHO-TEXHUYECKOE OBECIIEYEHUWE JUCHUIIJINHBI

ITomerienust isi BceX BHIOB PabOT, MPEIyCMOTPSHHBIX YYEOHBIM ILIAHOM, YKOMIUIEKTOBaHBI HEOOXOIUMOHN CHEIHATH3UPOBAHHOM
y4eOHOIT MEeOETbIO M TEXHUYECKUMH CPEJICTBAMH O0yUESHHUS:

- CTOJIBL, CTYJIbSL,

- IEPCOHAITBHBIA KOMITBIOTEP / HOYTOYK (IIEPEHOCHOI);

- IPOEKTOP;

- 9KpaH / UHTepaKTUBHAS TOCKa.

7. METOAUYECKHUE YKA3AHUSA VI OBYYAIOIIIUXCSA IO OCBOEHUWIO JUCHUTIINHBI

Mertoauueckue yKa3aHUs 10 OCBOCHUIO UCIUILUIMHEI IPeACTaBNICHbI B [Ipunoxkerun 2 x pabouel mporpaMMe JUCIUILIINHEL




®OH/JI OLIEHOYHBIX CPEJICTB

IIpunoxenue 1

1 OnucaHMe noKa3saTeJied 1 KpuTepueB OLleHUBAHUSA KOMIIeTeHIU I
HA pa3/IMYHbIX 3Tanax ux GOpMHUPOBaHUS, ONMMCAHUE LIKaJI OLleHUBAHUS

1.1 Iloka3zarenu u KPUTCPHUH OLICHHUBAHUS KOMHGTGHHHﬁ:

3VH,
COCTaBJIAIOIIUC
KOMIICTCHI IO

Tloka3zarenu olleHUBaHUS

Kpurepuu
OLICHUBAHMUS

CpencTBa olleHUBaHUS

VYK-4: CnnocobeH oCcyIecTBIATh ASIOBYI0 KOMMYHHKAITMIO B YCTHOM M MUCbMEHHOM hopMax Ha
rocyaapcTBeHHOM si3bike Poccuiickoit denepanum u nHOCTpaHHOM(BIX) SI3bIKE(aX)

3HAaTh:
COBPEMCHHBIC
KOMMYHHUKATHUBHBI
€ TEXHOJIOTHH Ha
rocyJIapCTBEHHOM
Y MHOCTPAHHOM
SI3BIKAX;
3aKOHOMEPHOCTH
JIEJIOBOM YCTHOM U
IMMChbMEHHOM
KOMMYHUKAIUU

[locTaHoOBKa Ij1aroja B
MPaBUJIIbHYIO BPEMEHHYIO U
BaJIOTOBYIO opMmy;

Br160p BepHOit
ITEKCHMYECKOM eIMHUITBI U3
MPEJI0KEHHBIX BAPUAHTOB
B COOTBETCTBUU C
KOHTEKCTOM MPEIJIOKEHUS.

3HAHUE rPaMMaTHYECKHX,
(hOHETUYECKUX U
MOP(OJIOTHIESCKUX
0CcOOCHHOCTEH
AHTJIMIICKOTO SI3BIKA;
[IpaBuibHOE
MPOU3HOIIICHHE
AHTIINHACKUX CJIOB,
TEPMUHOB, BBIPAKEHUN;
TexHuka YTCHUS;
[IepeBon npeoKEHUN,
TEKCTOB C/Ha MHOCTPaHHBIN
SI3BIK

rpaMMaTH4eCcKasi U
CUHTaKCU4ecKas
MPaBUJILHOCTh
MOCTPOEHUS YCTHOU
[P€YM Ha aHTJIUHCKOM
SI3BIKE;

BJIAJICHUE JICKCUKOU B
[paMKax 3aJIaHHON TEMBI;

YMEHHE IPUBOIUTH
[IPUMEPBHI,
apryMEeHTHPOBATh CBOE
MHEHUE;

oerioe u MMpaBUIILHOC
UTCHUEC MHOA3BIYHBIX
TCKCTOB

2 ceMECTp: BOMPOCHI K
3auety (1-27), mpakTuko-
OPUHTUPOBAHHBIC 3a/IaHUA
K 3auety (1-2), rectsl (1-
4), KOMITIEKT 3aTaHHH
(Texct 1-2), nenoBast urpa
(1), KOMITIEKT
yrnpaxuenuii (1-3)

3 ceMecTp: BOIPOCH K
3auety (1-27), npakTuko-
OPHHTHPOBAHHBIC 3aaHU
K 3auety (1-2), rectsl (1-
4), KOMIUTIEKT 3aJaHui
(Texct 1-2), nemoBast urpa
(2), KOMIUTEKT
ynpaxuenui (1-4)

4 cemecTp: BOIIPOCHI K
pr3ameny (1-36),
MPaKTUKO-
OpPUEHTUPOBAHHbBIC
3ajlaHus K SK3aMeny (1-
4), tectsl (1-47),
KOMIUIEKT 3aJaHui
(Texct 1), nenoBas urpa
(3), KOMITJIEKT
yrpaxuenuit (1-3)

YMeTb NpUMEHSATh
Ha IPaKTHKE
KOMMYHHKATHUBHBI
€ TEXHOJIOTUH,
METO/IbI U
CIIOCOOBI
JIEJI0BOTO
oOmIeH s

CBs13Hass MOHOJIOTOYECKAas
1 JUaNoru4eckas pedb Ha
AHTIINHCKOM SI3BIKE;
BeinonHeHUEe 3aaHul IO
M3BJICYCHUIO U OIICHKE
3arpalrBacMou
MH(pOpMallUU U3 TEKCTA.
PecdepupoBanue
npodeccuoHaIbHOTO
TEKCTa Ha UHOCTPAHHOM

3HAHUE MPABUII
[MOCTPOEHUS Pa3INYHBIX
THIIOB MPEUIOKEHUN B
QHTJIMACKOM SI3BIKE;
rpaMmaTH4ecKas u
CUHTaKCU4eCKas
MPaBUILHOCTh
COCTaBJICHHBIX
MPEAIOKEHU N Ha
QHTJIMMCKOM SI3BIKE;

2 ceMecTp: BOIIPOCHI K
3auety (1-27), npakTuko-
OpUHTHPOBAHHBIC 3aaHUS
Kk 3a4ety (1-2), Tectsr (1-
4), KOMIUIEKT 3a/IaHUH
(Texct 1-2), nenmoBast urpa
(1), KOMITIEKT
ynpaxuaenui (1-3)

3 ceMecTp: BOIPOCHI K
3aqety (1-27), mpakTHKO-
OpUHTUPOBAHHBIE 3aaHUS
K 3auety (1-2), rectsr (1-




SI3BIKE, COCTOSIIETO U3
1500-2000 3HakoB

CO/IEPKATEITHHOCTD
0TBETa, IPABIILHOCTh
n3JIaracMon
MHpOpPMALIUU; YMEHHE
MPUBOIUTH IPUMEDHI,
CIIOCOOHOCTH ITOHUMATh
Ha CITyX BOTIPOCHI Ha
AHTITNHCKOM SI3BIKE U
OTBEYaTh HA HUX;
(doHeTHUYECKAs U
rpaMMaTHYecKas
MPABIILHOCTH PEYH;
BIIaJICHUE KYJIbTYPOM
pedn

4), KOMIUIEKT 3a1aHUH
(Texct 1-2), nexoBas urpa
(2), KOMIUTEKT
yrpaxuenuit (1-4)

4 cemecTp: BOIPOCHI K
pk3ameny (1-36),
[PaKTUKO-
OPUEHTUPOBAHHBIE
3aaHus K SK3ameny (1-
4), Tectel (1-47),
KOMILIEKT 3aJaHuI
(Texcrt 1), nenosas urpa
(3), KOMILIEKT
yrpaxuenuit (1-3)

Biagers:
HaBBIKAMU
MEXJIMYHOCTHOTO
JIEJI0OBOTO
oOrIeHust Ha
rOCyJJapCTBEHHOM
Y UHOCTPaAHHOM
SI3BIKAX, C
MIPUMCHCHHEM
po¢eCCHOHAIIbH
BIX SI3BIKOBBIX
dhopm u cpeacTs

3HaHME ITPaBUII
MHOSI3BIYHOTO OOIIEHUS,
I1eJIOBOTO U
MEXKYJIbTYPHOI'O
B3aUMOJICHCTBUS;
JImamorugeckas
MOHOJIOTHYECKas peyb HA
QHTJTUHACKOM SI3BIKE B
PA3TMYHBIX CUTYAIUSIX
0OIIEeHUS;

rpaMMaTH4ecKas 1
CUHTaKCU4ecKas
[PaBUJIBHOCTD
MOCTPOEHHUS YCTHOU
[P€YM Ha aHTJIUHCKOM
SI3bIKE; BJIAJICHUE
MpoQeCCHOHAIBHON
NEKCUKOM B paMKax
3alaHHOW TEMBbI; YMEHHUE
[IPUBOAUTH IPUMEPHI;
IPaMOTHOCTb U
YBEPEHHOCTh
VICITOJIb30BaHUs
MHOCTPAHHOTO SI3bIKa
[P BEJICHUU
ITIUCKYCCHH.

[ [paBUIBHOCTH U
YMECTHOCTb
VICITOJIb30BaHUs
rpaMMaTHYECKHX
SIBIIGHUMN U JIGKCUYECKUX
€IMHHUIL aHTJINHCKOTO
SI3bIKa MPU OOIIEHUY;
YMeHue BoCIIpuHUMATh
MHOSI3bIUHYIO pedb Ha
CIIyX, pearupoBarb Ha
[MOCTaBJICHHBIC
BOIIPOCHI.

2 ceMeCTp: BOMPOCHI K
3auety (1-27), mpakTuko-
OPUHTUPOBAHHBIC 3a/IaHUA
Kk 3auety (1-2), rectsr (1-
4), KOMITIEKT 3aTaHHH
(Texct 1-2), nenoBast urpa
(1), KOMITIEKT
yrnpaxuenuii (1-3)

3 ceMecTp: BOMPOCH K
3auety (1-27), mpakTuko-
OPHHTHPOBAHHBIC 3aaHU
K 3auety (1-2), rectsl (1-
4), KOMIUTEKT 3aJjaHui
(Texct 1-2), nemoBast urpa
(2), KOMILJIEKT
ynpaxuenui (1-4)

4 cemecTp: BOIIPOCHI K
pr3ameny (1-36),
MPaKTUKO-
OpPUEHTUPOBAHHbBIE
3ajlaHus K SK3aMeny (1-
4), tectsl (1-47),
KOMIUIEKT 3aJaHui
(Texct 1), nenoBas urpa
(3), KOMILJIEKT
yrpaxuenuit (1-3)

T —mecmul, 113 — npaxmuuecxue 3aoanus,; [1033 - npaxkmuko-opuenmuposarnHwie
3a0anus Kk 3auemy,; 11033 - npakmuxo-opueHmuposanHvle 3a0anusi K IK3AMEHY,
B3 — 6onpocwi k 3auemy, BD — 6onpocwi k sx3ameHy

1.2 [lIxanbl OLIECHUBAHUS:
Tekyiuii KOHTPOJIb YCIIEBAEMOCTH U IPOMEKYTOUHAS aTTECTAILIMS OCYILIECTBIISIETCS
B paMKax HaKOMUTEIHHOM 0a/IbHO-PEUTHHTOBOM cucTeMbl B 100-0aibHOM mikae.




- 84-100 6amoB (OIIEHKA «OTIIHMYHOY)

- 67-83 GamioB (OlLIEHKA «XOPOIIIO»)

- 50-66 6amnoB (OlIEHKA «YIOBIECTBOPUTEIHLHO)
- 0-49 GanoB (OlIEHKA «HEYAOBICTBOPUTEILHOY)

50-100 6ai0B (3a4TEHO);
0-49 6amioB (He 3a4TEHO).

2. TunosBble KOHTPOJIbHBIC 3a/dHUA HWJ/IM HHBbBIC MaATeEpHUaJIbl,

Heo0X0JAuMble /i1 OLeHKH 3HAHWM, YMEeHHI, HAaBbIKOB U (KMJIM) OombITa
AesATeJTbHOCTH, XapaKTEePU3yKIIHUX 3Talbl POPMHUPOBAHUS KOMIIETEHIUN
B MpoLecce 0CBOEHMA 06pa30BaTe/JIbHOM NPOrpaMMbl

Bonpocsl k 3auery

2 cemecTp
1.  What is Business Informatics?
2. History of business informatics development.
3. Potential jobs of graduates of the Faculty of Business Informatics.
4. History of information systems development.
5. Development of software and hardware solutions in the world.
6. Development of information systems in the USSR and the Russian Federation
Federation.
7. Development of information systems in the era of new technologies.
8.  The main types of business and technological systems.
9.  The digital world. Internet communications in modern society.
10.  Electronic enterprise.
11.  Industry.
12.  Life cycle contracts.
13.  Transformation of traditional enterprises in the digital world.
14. Integration of business systems and a single information space.
15.  Design of new generation information systems.
16.  The use of social media and communications.
17.  Cloud services.
18.  Open-source software.
19.  Using your own devices (bring your own device).
20.  Human-centered development and design thinking.
21. Radio frequency identification and contactless technologies.
22.  Virtual/Augmented Reality.
23.  Systems of "intelligence enhancement™.
24.  Social media and the collective mind.
25.  Gesture control.
26.  Gamification.
27. Natural language recognition and semantic web.



3 cemecTp

1. Sustainable development, energy efficiency of IT (Green IT) .

2. Handling complex events.

3. Mobile technologies. Internet of Things, "smart home", "smart city".
4. Performance. Efficiency.

5. Reliability.

6. Accuracy.

7. Reliability.

8. Safety.

9

. Functional characteristics.

10.Classification of SVT according to the principle of action.
11.Classification of SVT by scope of application.
12.Classification of SVT by performance.

13.A supercomputer.

14.Large computers.

15.A minicomputer. microcomputer.

16.Classification of SVT by the class of processed tasks.
17.Classification of SVT by types of structures.
18.Classification of computing systems.

19.Computing machines and systems.

20.Information Society and E-society.

21.Electronic investment.

22 .Electronic money.

23.Electronic marketing.

24.Electronic tourism.

25.E-learning.

26.Electronic democracy.

27.Electronic edition.

I[IpakTHKO-OpHEHTHPOBAHHDIE 32 IaHNUS K 3a4eTy

2 cemecmp

1. lepeBeauTe npeaiokeHus, Ucoiab3ys Present Simple.

a)
b)
c)
d)
e)

The courts ... (open) at 10 o’clock and ...(close) at ...19.00 very day.
The police ... (catch) and ... (arrest) many criminals every day.

A witness usually ... (come) to courts and ...(give) evidences.

At the end of the trial the judge always ... (pronounce) the sentence.
What time ... (the prosecutor’s office/close) in Russia?

2. IlepeBeanTe npeanoKeHus, UCOb3ys Present Simple

a)
b)

c)

‘What ... (you/do)?’ ‘I’m an attorney.
Legislator ... (create) laws.
How often ... (he/go) to the police station by car?



d)  Hesays heisn’tathief butl... (not/ believe) him.
e) How ... (you/ understand) the concept of ‘natural law’?
3 cemecmp
1. IlepeBeauTe npeaaoxeHus, HCmonb3ys Future Simple.
a) Two prisoners ... (try) to escape from an appearance at a court in Watford.
b)  The criminal ... (produce) the gun and ... (kill) the policeman.
C) ... you (consult) your solicitor yesterday?
d)  Yesterday the drunk ... (walk) into the supermarket and ... (steal) a bottle of
wine.
e)  The company ... (refuse) to pay him money but the court ... (support) him.

2.3amosHATe TaOJIMITY BO BCEX BPEMEHAX M aCIeKTax ¢ riiarojiom to catch — yioButh
B l-oM sMne eAMHCTBEHHOrO 4ucia. Jlaite mepeBoa MOJ KAKIbIM AHTJIUHCKUM
[JIarOJIOM.

Acnekr | Simple Continuou | Perfect | Perfect
Bpewms S Continuous
Hacrosiee | catch
S nosiro
[Ipomenmiee
bynymee

Kpumepuu oyenusanusi:

- 50-100 0amtoB (OIIEHKA «3aYTEHOY) BBICTABIIACTCS, SCIIM U3JI0KECHHBIA MaTepHa
(hakTUYECKH BEpEH, MPOAECMOHCTPUPOBAHO HATUYHUE TITYOOKHX HCUYEPIBIBAIOIIUX
3HaHMK B 00bEME MNPONAEHHOW MPOrpaMMbl JUCHUIUIMHBI B COOTBETCTBHH C
MOCTaBJICHHBIMH MTPOTPAMMOM Kypca LEeJIMH U 3ajjadaMy 00y4YeHUsT; TPaBUJIbHBIE,
YBEpPEHHbIC JCHUCTBUS MO MPUMEHEHHUIO TOJIYYCHHBIX 3HAHMI Ha TMpaKTHKE,
IPaMOTHOE M JIOTUYECKU CTPOMHOE U3JI0KEHHE MaTepHalia PU OTBETE, YCBOCHHUE
OCHOBHOM M 3HAaKOMCTBO C JOIIOJHUTEIIBHOM JIMTEPATYpPOM; YCTHas peyb Ha
aHTJIMHACKOM sI3bIKE OerJiasi, IPOJEMOHCTPUPOBAHO BIACHHUE JIEKCUUECKUM 3aM1acoM
M0 33JIaHHOW TE€MeE, MEPEBOJI BBIMOJHEH IPAMMATHUYECKU U CTUIIMCTUYECKU BEPHO,
OTCYTCTBYIOT OIIMOKH MPU HANMMCAHUU U TTPOU3HOIIICHUU;

- 0-49 GamnoB (OIIEHKA «HE 3aYTEHO») BBHICTABISIETCS, €CJIM OTBETHI HE CBSI3aHBI C
BOIIPOCAMH, HAJIMYME TPYOBIX OIIMOOK B OTBETE, HEMOHUMAHWE CYIIHOCTHU
M3JIaraeMoro BOnpoca, HEyMEHHUE MTPUMEHSATh 3HAHUS Ha MPAKTUKE, HEYBEPEHHOCTh
Y HETOYHOCTh OTBETOB Ha JIOMOJHUTEIbHBIC U HABOJAIINE BOIPOCHI; YCTHAS pPeUb
Ha AaHTJIMMCKOM SI3BIKE CONEPKUT 3HAYUTEIbHbIE (POHETHYECKHE OIIMOKH,
POJIEMOHCTPUPOBAHO YPE3BbIUANHO €J1a00€ BIIAJICHUE JIEKCUYECKUM 3aIacoM I10
3aJlaHHOM TeMe, TIEPEeBOJ BBIMOJHEH HE TOJHOCThIO, C CYHIECTBEHHBIMU
rpaMMaTUYECKUMU M CTUJIMCTUYECKUMU OIMOKaMU, MPUCYTCTBYIOT OIIUOKHU MPH
HaIMCaHUU, IPOITYCKH CIIOB.



Bonpocel k 3xk3amMeHy
4 cemecTp

1. Definition and content of registration and audit of information
communication systems.

2. Stages of registration and methods of auditing events of information
systems.

3 Database of configuration items.

4 IT outsourcing.

5. Information technology security management

6. Corporate management of information technologies.

7 Information technology value management.

8 Classes of addresses of computer networks.

9.  The domain name system.

10. Life cycle management of information systems.

11. Requirements management.

12.  Project management.

13. Portfolio and project program management.

14.  Flexible project management methodologies.

15.  Methodologies for managing the development of information systems.
16. Corporate methodologies for the creation and implementation of IS.
17. Program design and computer languages.

18. Java. Jobs in ICT,

19.  Graphics and design.

20.  Desktop publishing.

21. Multimedia. Web design.

22.  Computers make the world smaller and smarter.

23.  Computer Architecture.

24.  Cache memory.

25. How a disk cache works.

26.  The concept of business analysis.

27. Requirements management.

28. Business Data Engineering Information Management.

29. Knowledge management.

30. Business performance management.

31. Business intelligence.

32. Information analytics and decision support.

33.  Value engineering for the enterprise.

34. Methods of enterprise engineering.

35. IManaging IT investments and information technology value.



36. The methodology of consistent improvement and the concept of "value
streams".

I[pakTHKO-OPpUEHTHUPOBAHHBIE 32aHUsI K IK3aMeHY
4 cemecTp

1.IlepeBeuTe npeIoKeHMS, UCTIONIB3Ys Past Perfect.

a)  The policeman discovered that the suspect ...(lie) to him.

b)  As Morgan shook his hand, he realized he ... ( see) the barrister before.

Cc)  When the officer ... (check) that the prisoner were asleep, he left the prison.
d)  The chief of the police ...(hope) to retire at 60, but they persuaded him to
stay on for a few more years.

e) The policeman just ... (step) into the police station when the telephone rang.

2.IlepeBeante mpeaIoKeHus, HCTONIB3ys Past Perfect.

a) When I came home, I found that someone ...(break) into my flat and ...
(steal ) my money.

b)  They arrested a man who .... (kill) her daughter

C) The defence said she ... (buy) a pistol to commit suicide.

d)  When I came, the policeman ... (release) the offender.

e) When they arrived, the prisoner ...(escape).

3.IlepeBeure npeIoKeHus, ncmob3ys Future Perfect.

a) The violent criminal ... (become) a kind of hero-figure in our time.

b)  I...just(see) a murder at the police station.

c)  Oh, no! My car ... (disappear).

d)  The prison ... (be) his home for over 20 years and he doesn’t want to leave
it.

e) The rate of crimes ... (rise) dramatically in recent years.

4 TlepeBemuTe MpeIOKEHUs, HCIIOB3Yst Present Progressive.

a) The victim ... (give) the desk sergeant a detailed description of a man who
had robbed her.

b)  The policeman ... (interrogate) the suspect in the interrogation room.

C) ... he (learn) a civil right at the moment?

d) At the moment the jury ... (elect) a foreman to present a verdict.

e) Listen! The judge... (pronounce) the verdict.

Kpumepuu oyenusanusa:

- 84-100 6an0B (OIICHKA «OTIMYHO») BBICTABJISETCS, €CIIM U3JI0KEHHBIA MaTepHal
(dbakTHUeCKu BEpeH, MPOJEMOHCTPUPOBAHO HAMYUE TIIYOOKHX HMCUEPIBIBAOITUX
3HaHWK B 00bEME MPONIACHHOW MPOTPAMMbl JUCIUIUIMHBI B COOTBETCTBHH C
MOCTABJICHHBIMU TIPOTPAMMON Kypca MEJIIMHA U 33aJladaMu 00yUYeHUsT; TIPaBIIIbHbIE,



YBEpPEHHBIC JCHCTBUS MO NPUMEHEHHWIO TIOJYyYCHHBIX 3HAHWM Ha TIPaKTHKE,
IPaMOTHOE M JIOTHYECKH CTPOMHOE M3JI0KEHHE MaTepuasa IMpHU OTBETE, YCBOCHUE
OCHOBHOM M 3HAKOMCTBO C JIONOJIHUTEIBHOM JUTEpaTypod; YCTHas peub Ha
aHTJIMHACKOM s3bIKE Oeriiasi, IPOJEMOHCTPUPOBAHO BIaICHHUE JIEKCUYECKUM 3a11acoM
1o 3aJ]aHHOM TeMe, NEPEBOJI BBHIITOJIHEH IPAMMATUYECKUA U CTUIIMCTHYECKH BEPHO,
OTCYTCTBYIOT OIIMOKH MPU HANMCAHUU U TPOU3HOIICHUY;

- 67-83 OamnoB (OIEHKA «XOPOI0») BBICTABISACTCS, €CIM MPOJEMOHCTPUPOBAHO
HaJW4yue TBEPJbIX M JOCTATOYHO TMOJHBIX 3HAHUW B OO0OBEME MPONUJIECHHON
MPOTPaMMBbl  TUCIUTIIMHBI B COOTBETCTBUM C TEISIMHU OOYYCHUS, TPABUIHHBIC
JEUCTBUS MO NMPUMEHEHHMIO 3HAHWM Ha MPAKTUKE, YETKOE U3JI0KEHUE MaTepuaia,
JIOTIYCKAIOTCA ~ OTACNBbHBIC JIOTUYECKHE U  CTHIMCTUYECKHE TMOTPEIIHOCTH,
OOy4aroluiicss yCBOWUJ OCHOBHYIO JIMTEpaTypy, PEKOMEHIOBAaHHYIO B paboueil
porpamMme ITUCHIUTUINHBI, YCTHAS PeUb HA aHTIUHCKOM SI3BIKE JOCTATOYHO Oeriiast
C HECYIECTBEHHbIMU HETOYHOCTSAMH B MPOU3HOILIECHUHU, MPOJEMOHCTPUPOBAHO
JIOCTaTOYHOE BJIAJICHWE JIEKCMYECKHM 3alacoM IO 3aJaHHOM TeMe M YMEHHUE
MOHMMAaTh Ha CIyX BOINPOCHl HA AHTJUHUCKOM SI3bIKE, MEPEBOJ BBIMOJHEH
MOJIHOCTBIO, B IIEJIOM TpPaMMATHYECKH U CTUIMCTUYECKA BEPHO, JOIMYIICHBI
HE3HAUUTEJbHbIE OIIMOKHW, WCIpaBIEHHBIE B XOJE€ OTBETa, OTCYTCTBYIOT
3HAUUTEIbHBIC ONTMOKHU MIPYU HAMMCAHUH;

- 50-66 OamnoB (OlIEHKAa «yIOBIETBOPUTEILHO») BBICTABJISETCS, €CIHU
MIPOJIEMOHCTPUPOBAHO HAJMYKME TBEPBIX 3HAHUN B 00BEME TIPOUIEHHOTO Kypca B
COOTBETCTBHH C IEISIMU 00yUYEHUS, N3JI0’KEHNE OTBETOB C OTACIbHBIME OINOKaMH,
YBEPEHHO HCIPABICHHBIMHA TIOCJIE OTIOJHUTEIBHBIX BOIPOCOB; IMPaBUJILHBIC B
IIeJIOM JICUCTBHS TI0 TIPUMCHCHHWIO 3HAHWM Ha TPAKTUKE;, yCTHAas pedb Ha
aHTTIMIICKOM ~ s3BIKE HEJAOCTATOYHO Oermnasi, MPHUCYTCTBYIOT 3HAUYUTEIbHBIC
dboHEeTHYECKHME W CTHIIMCTUYECKHE HETOYHOCTH, MPOJAEMOHCTPUPOBAHO ciaboe
BJIAJICHUE JICKCHUYECKUM 3aIlacoM IO 33JJaHHON TeME U CJIIOKHOCTH C TTOHUMaHUEM
Ha CIyX pe4Yd Ha aHTJIMKACKOM S3bIKE, MEPEBOJ BBHITIOJHEH C CYIIECTBEHHBIMU
rpaMMaTHYECKUMHU U CTHJIMCTUYECKUMH OIMOKAMH, IPUCYTCTBYIOT OLIMOKU MPHU
HaIMCaHUU;

- 0-49 GamoB (OlIEHKA «HEYIOBICTBOPUTEIHLHOY) BHICTABIISIETCS, €CIIM OTBETHI HE
CBS3aHBl C BOMPOCAMH, HAJIMYUE TPYObIX OMIMOOK B OTBETE, HETOHUMAHHE
CYITHOCTH H3JIaraeMoOro BOMNPOCA, HEyMEHUE MPUMEHSATh 3HAHUS Ha TPAKTHKE,
HEYBEPCHHOCTh W HETOYHOCTh OTBETOB HA JOMOJHUTEIBHBIC M HABOJISIINE
BOINIPOCHI; YCTHAas pedYb Ha AaHTJIUHCKOM S3bIKE COACPKUT 3HAYMTCIIbHBIC
doHeTHUEeCKHE OIIMUOKH, MPOJEMOHCTPUPOBAHO YpE3BbIUYAHO ciaboe BlaJcHHE
JIEKCUYECKUM 3aracoM MO 3aJaHHOW TeMe, MEePEBOJ BBHIMOJIHEH HE TMOJHOCTHIO, C
CYIIECTBEHHBIMH  TPAaMMATHYECKUMH M CTHJIHCTUYSCKHUMH  OIIMOKaMH,
MPUCYTCTBYIOT OITMOKHU TIPH HAITMCAHKH, ITPOITYCKH CIIOB.



TecTbl
2 cemecTp

3amganue 1. Ykaxxute HOMEpa MPEI0KEHNN, B KOTOPBIX Nepel MHPHHUTHBOM
ymoTpebseTcs yacTua “to”:
He wants...visit our relatives in Kiev.
I made her...tell the truth.
The exam is...begin at 9 a.m.
He had...get up early yesterday.
Are they going...come?
Let him...do it.
You should...visit your parents.
Will you...answer this question?
We must... help him as he was ill and missed a lot of classes.
0.  What makes you...think so?

BOoo~NoOhwWDE

3ananue 2. Beibepute npaBuibHy0 GopMy HHOUHUTHBA:
1. We are glad...the summer in the Crimea.
1). to spend
2). to have spent
2. She likes...tennis.
1). to play
2). to be played
3. It seems...now outside.
1). to rain
2). to be raining
4. It must...urgently.
1). be done
2). have done
5.You may ring them up, they must...by 5 o’clock.
1). be returned
2). return
6. They are...tomorrow.
1). to arrive
2). to have arrived
7. We want...the party.
1). to have joined

2). to join

8. Many laboratories are...next year.
1). to build
2). to be built

9. The problems...at the conference will be of great interest.
1). to be discussed
2). to discuss
10. I don’t want...while at work.
1). to disturb
2). to be disturbed



11. T am sorry...it.
1). to do
2). to have done
12. They were happy...with this work.
1). to have helped
2). to have been helped

3amanue 3. YKaKuTe HOMEpaA MPEI0KEHUN, IEPEBOI KOTOPBIX OYIeT HAYMHATHCS C COF03a
“gTO0BI":
To see the performance we had to buy tickets in advance.
To develop national economy is our main task.
To catch the train you have to hurry.
To include material into the report one must first discuss it.
To read English books is necessary.
To learn new words is easy if you read a lot.
To master English one must study regularly.
To walk in bad weather is not pleasant.
To prevent infectious diseases scientists use all their knowledge and do all their best.

CoNoOA~WNE

3ananue 4. BeiOepurte mpaBUIbHBIN BapUaHT IepeBOa:
1.1 want you to come.

1. S xouy npuiitu K Tebe.
2. S xouy, yTOOBI ThI IPUILIE.
2.1 want you to be happy.
1. 51 xouy OBITH CHACTIUBOM.
2. 51 xouy, yTOOBI BbI OBUTH CYACTIIUBEI.
3.We wanted the letter to be posted immediately.
1. MpI XOTUM OTIIPaBUTH 3TO MUCHMO.
2. Msi1 xoTenu, 9TOOBI MUCEMO OBLTO OTHPABICHO HEMEIJICHHO.
4.We supposed all the details of the plan to have been explained to you long ago.
1. Mp&I nosiaraim, 4To BCE JIeTalu TlaHa yKe 0O0bsSICHEHBI BaM JJaBHO.
2. Mgl nonarainu, 4To Bbl OOBSICHIIIM BCE JI€TalH IJIaHa IaBHO.
5.We expect them to have accomplished this task.
1. Mgl HazieeMcs, 9YTO OHU YK€ BBIMIOJTHIIIN ATY 33/a4y.
2. MBbI HaIesUTHCh, YTO OHH BBIMOJIHAT 3TY 3a7auy.
6.1 should like you to do this work at once.
1. MHe OBl XOTENOCh, YTOOBI BBl BBHITIOJIHWIN 3Ty pa00Ty HEMEIJICHHO.
2. MHe 65l XOTEI0Ch BBIIOIHUTD 3Ty paboTy.
7.1 expect them to be discussing this question now.
1. 51 Hajeroch, 4YTO OHU 0OCYIMIIN 3TOT BOIIPOC.
2. S mageroch, YTO OHU OOCYXKJIAtOT ATOT BOIIPOC ceryac.
8.We suppose them to have changed the time-table.
1. MBI nostTaraéM U3MEHHUTB 3TO PACIIMCAHUE.
2. MBI nonaraem, 4To OHM U3MEHWIN PACIUCAHUE.
3 cemecTp

3amanue 1. Beibepure npaBuibHy0 GOpMy CKa3yeMoro:
1.The novel...to be interesting.

1. believed

2. is believed
2. He...to have left for Canada.



1. said

2. Is said
3. The film...to be very exciting.
1. prove
2. proved
4. 1...to know him once.
1. happened
2. was happened
5.You...to know it very well.
1. supposed
2. are supposed
6.This soil...to be in good structural condition.
1. Seems
2. was seemed
7.She...to be invited to the concert.
1. IS sure
2. sure
8.M.Twain...to be a famous American writer.
1. IS known
2. knows
9.You...to take part in this conference.
1. expected
2. are expected

3ananue 2. Boibepute npaBuiibHbIA BapyHaHT [IEPEBOJA!

1. The writer is reported to have published his new book.

1. [TucaTens cOOOIINI, YTO OMYOJIMKOBAJI CBOIO HOBYIO KHHTY.

2. Coo00111ar0T, YTO MHCcaTelNb OMyOIUKOBAI CBOIO HOBYIO KHHUTY.
2.The scientist is sure to have made a great contribution to science.

1. Y4eHbIil yBEpeH, YTO OH cjieliaji OOJbIIO BKIIA B HAYKY.

2. YueHblil HECOMHEHHO c/ieall OOJIbIION BKJIAl B HAYKY.
3.She did not appear to have heard the report.

1. OHa He OSBHIIIACHh Ha JOKJIAJe U HE CIIbIIIaia ero.

2. KaBaJ'IOCL, OHa HE CJibllnajga JOKJIaaa.
4.Newspapers are expected to be brought twice a day.

1. ITomar ar0T, YTO I'a3€Thl JOCTABJIAKOT [IBA pa3a B JICHb.

2. S sxnana, 4to razetsl OyayT IPUHOCUTH JBa pasa B JCHb.
5.Mr.Smith is said to be working at a big plant.

1. Mp. Cmurty ckazanu o pabote Ha O0JIBIIOM 3aBO/JIE.

2. ["oBopsT, uTo Mp. CMUT paboTaeT Ha GOJIBIIOM 3aBOJIE.
6.He is likely to be given this work.

1. BeposTHO, OH mony4uT 3Ty pabory.

2. EMy xoTenock ObI MOTYyYuTh 3Ty padboTy.
7.Many foreign delegates appeared to know Russian.

1. Oka3anoch, YTO MHOTHE JI€JIEraThl 3HAIOT PYCCKUM.

2. Mmuorum JcJeraraM Ka3aJoCb, YTO OHH 3HAIOT pYCCKHﬁ.

3ananue3. Boibepure npaBuIbHbIN BapHaHT MepeBoa:
1.IToxoske Ha TO, YTO MTOUJET JOXKIb.

1. It is unlikely to rain.

2. Itis likely to rain.
2.Ee nmonpocunu npuiTH.



1. We asked her to come.

2. She was asked to come.
3.4 )xnana, 4TO OH MPUJET 3aBTpa.

1. | expected him to come tomorrow.

2. He was expected to come tomorrow.
4.0nHa 00s13aTeIIBHO MPUCT.

1. She is sure to come.

2. She is likely to come.
5.0H 3acTaBui MEHS IlepeymMarh.

1. He made me change my mind.

2. I was made to change my mind.
6.Bunenu, 4To 0OHa BOIIJIA B JIOM.

1. We saw her enter the house.

2. She was seen to enter the house.
7.MbI XOTUM, YTOOBI OH ITOMOI" HaM.

1. We want him to help us.

2. We want to help him.
8.MpbI 3HamH, 4TO ATY MpOOIIEMy 00CYX AU Ha KOH(PEpEeHITUH.
1. We knew this problem to be discussed at the conference.
2. We knew this problem to have been discussed at the conference.
3ananue 4. YKaxuTe IpaBUIbHBIA BApUaHT EPEBOIa:
1. If I meet her today, | shall give her your book.
1. Ecuu g BcTpeuy ee cerojins, s OTAaM €il TBOIO KHUTY.
2. Ecnu Obl 51 BcTpeTHiia ee ceroiHs, s Obl OTAasia eif TBOIO KHUTY.
2.1f she had money she would buy this dress.
1. Ecuu y Hee ecTh I€HBIU, OHA KYIHT 3TO IUIATHE.
2. Ecnu Obl y Hee ObLITH ICHBIH, OHA KyTnuja Obl 9TO IJIaThe.
3.1f you knew English you would be able to help us.
1. Ecnu ThI 3HaCIIb aHTJIMHACKHH, ThI CMOJKEIIbL HAM IIOMOYb.
2. Ecau OvI TBI 3HAJ aHIIMWCKHUH, THI OB CMOT HaM IIOMOYb.
4.1 wish he were with us now.
1. Kak OblI g X0Tel1, 4TOOBI OH OBLI CelYac ¢ HaMH.
2. Sl xouy, uToOBI OH OBLI ceifUac ¢ HaMH.
5.1t is necessary that he should be present at the conference.
1. HeoOxoaumo, 4T0OBI OH IPUCYTCTBOBAJ HA KOH(EpPEHIUH.
2. OH noymxeH ObITh Ha KOH(QEPEHLUH.
6.If | offered you my help, would you accept it?
1. Ecau s Bam npeanoxy MoMols, Bbl €€ IpuMuTe?
2. Ecnu OBl st IpeIoKuiI BaM CBOIO TTOMOIIIb, BBI ObI €€ MTPHHSIIN?
7.1f I have time, I shall do this translation.
1. Ecuu y mens 6yner Bpems, 5 CAENai0 3TOT NEPEBO/I.
2. Ecnu Ob1 y MeHst ObLIO BpeMs, 51 ObI clieall 3TOT HePeBO.
8.If I were you, I should choose the profession of a teacher.
1. Ecnu ObI s ObUTa Ha BaiieM MecTe, 51 Obl BeIOpana mpodeccHio yuuTens.
2. Ecnwm OB BB 3aX0TeNH, TO BEIOpaIu OBl TPO(ECCHIO yIUTENS.
9.1f you are busy we may discuss our plans later.
1. Ecuu Obl BbI ObUIH 3aHATHI, MBI ObI OOCYIUIIN HAIIM IJIAHBI MTO3XKE.
2. Ecnu BBl 3aHATHI, MBI MOXEM OOCYAMTD HAIIM IJIAHBI TIO3XKE.

4 cemecTtp



3ananue 1. Boibepute npaBuibHylo (hopMy riarosna:
1. If I knew English well, I...this job.
1. shall take
2. should take
2.If he were rich he...a car.

1. will buy
2. would buy
3.If she asked me I...her.
1. shall help
2. should help

4.1f .. .her better I should turn to her for help.
1. know
2. knew

5.If the weather...fine you would not stay at home.
1. is

2. were

6.If I...you I shouldn’t do it.
1. were
2. had been

7.1f they...a taxi they wouldn’t have missed the train.
1. took

2. had taken
8.If you had followed my advice you...it.
1. would buy

2. would have bought
9.If I had time I...the translation.
1. should finish
2. should have finished
10.If he were in Moscow he...us.
1. will visit
2. would visit

3anmanue 2. BeiOepure npaBmibHYIO (OpMY Iiraroa:
1.1 wish he...with us now.

1. was
2. were

2.1 suggest you...the film.
1. saw

2. should see
3.1t is necessary that everybody...the meeting.
1. attended
2. should attend
4.1 wish she...at the theatre yesterday.
1. were
2. had been
5.1t is impossible that such a design... .
1. was adopted
2. should be adopted
6.They demanded that living conditions... .
1. had been improved
2. should be improved
7.1 insist that you...consult a doctor.



1. should consult
2. will be consulting
8.1t is desirable that he...tomorrow.
1. came back
2. should come back
9.1 wish somebody...me English when I was a child.
1. had taught
2. would teach
10.1t is necessary that all the students of our group...in this discussion.
1. should take part
2. took part

3ananue 3. [IpaBUIbHO COEMHUTE MPUAATOUYHBIE IPEATIOKEHUS C TIaBHBIMU:
1. a) If the weather is fine... .
b) If the weather were fine... .
c¢) If the weather had been fine... .
a) they should go to the country.
b) we shall have a good time
¢) we shouldn’t have stayed at home
2. a) If you write a letter.. .
b) If you wrote a letter.. .
c) If you had written the letter.. .
a) they would have received it by now
b) they would receive it soon
c) tell them the news
3.a) I wish....
b) We suggested that...
c) If they were with us...
d) It is necessary that...
e) He ordered that...
a) we should start immediately
b) I were at home now
c) they would help us to solve the problem
d) they should be invited to the party
e) the discussion should take place on Friday

3aganue 4. YKaxxuTe MpaBUIIbHBIA BapHaHT EPEBOIA:
1. If I meet her today, | shall give her your book.

1. Ecuu s BcTpeuy ee cerojiss, s OTAaM €il TBOIO KHHUTY.

2. Ecnu Obl 51 BcTpeTHiia ee cerofiHs, s Obl OTAasa eif TBOIO KHUTY.
2.1f she had money she would buy this dress.

1. Ecnu y Hee ecTh I€HBIU, OHA KYIHT 3TO TUIATHE.

2. Ecnu Obl y Hee ObIITH IGHBIH, OHA KyTnuja OblI 9TO IJIaThe.
3.1f you knew English you would be able to help us.

1. Ecau THI 3Haemb aHTIUUCKHI, THI CMOJKEIIIh HaM TTIOMOYb.

2. Ecnu ObI THI 3HAII aHTTIMHUCKUI, THI OBI CMOT HAM IIOMOYb.
4.1 wish he were with us now.

1. Kak OblI g x0Tel1, 4TOOBI OH OBLI CelYac ¢ HaMH.

2. Sl xouy, uToOBI OH OBLI ceifdac ¢ HaMH.
5.1t is necessary that he should be present at the conference.

1. Heo0Gxoaumo, 4TOOGBI OH IPUCYTCTBOBAN HAa KOH(EpPEHIUH.

2. OH nomxeH ObITh Ha KOH(PEPEHLIUH.



6.1f | offered you my help, would you accept it?
1. Ecnu s BaM npejioKy MOMOIIb, BBl €€ TPUMHUTE?
2. Ecnu ObI s IpeAsiosKui BaM CBOIO MTOMOIIIb, BBl ObI €€ MPUHSIIN?
7.1f I have time, I shall do this translation.
1. Ecam y mens Oyner Bpems, s CENAI0 3TOT MEPEBO/I.
2. Ecnu Ob1 y MeHs1 ObUTO BpeMs, 51 ObI clIeNIall STOT MEPEBOI.
8.If I were you, | should choose the profession of a teacher.
1. Ecnu ObI 1 OblTa HA BamieM MecTe, st Obl BeIOpaia mpoQeccruro yunuTes.
2. Ecnwm ObI BB 3aX0TeNH, TO BEIOpAIu Obl MPOPECCUIO YIUTEIIS.
9.If you are busy we may discuss our plans later.
1. Ecau Obl Bl ObUIM 3aHATHI, MBI ObI OOCYAMIIN HAIIW TUIAHBI TO3KE.
2. Ecnu BBl 3aHATHI, MBI MOKEM OOCYIHMTD HAIIM IJIAHBI TIO3KE.

Kputepun ouenkmn:

MakcuMaJIbHOE KOJIMYECTBO 0aJIoB 3a ceMecTp— 20 6ajioB.

16-20 6amtoB: ot 80% g0 100% BEpHBIX OTBETOB HAa TECTOBBIC 3aJaHUS; 3aaHUS
BBITTOJHEHBI IPAMMATHYECKH BEPHO, HAITMCAHKUE CJIOB MTPABUIILHOE; JaHbI MIOJIHBIEC, BEPHbBIC
OTBETHI Ha 3a/IaHHBIC BOMPOCHI; MPOJIEMOHCTPUPOBAHO YBEPEHHOE BIAJCHUE JIEJIOBOU U
npoecCuOHANbHOM  JIGKCUKOM M YCTOMYMBBIMU  KOHCTPYKLMSIMHUH3Y4aeMOI'O
MHOCTPAHHOTO SA3bIKA.

11-15 o6amnoB: ot 60% 10 80% BEpHBIX OTBETOB HAa TECTOBBIC 3aJaHUS;, IPHU
BBITIOJIHCHUHU 3aJaHU JIOMYIIEHbl HE3HAYUTEIhHbIE HETOYHOCTH B TpaMMaTHKE U
HalMCaHUM CJIOB; JIaHbl JOCTATOYHO IIOJHBIE OTBETHl Ha 3aJaHHbIE BOIPOCHI;
MIPOJICMOHCTPHUPOBAHO BJIQJICHUE OCHOBHOM JIEJIOBOM M MpO(EeCCHOHAIBHON JEKCHKOMN
M3y4aeMOI0 HHOCTPAHHOTO SI3BIKA.

6-10 GammoB: ot 40% mo 60% BepHBIX OTBETOB HA TECTOBBIC 3aJaHWS; TPU
BBITIOJTHCHUH 33JIaHUH JTOMYIIEHBl HEKOTOPBIE OIMMOKHA B TPAMMATHKE U HAIMCAHUH CJIOB;
JlaHbl HEJOCTATOYHO TIOJIHBIE OTBETHI HA 3aJlaHHBIC BOIPOCHI; MPOAEMOHCTPUPOBAHO
cnaboe BiaJICHME OCHOBHOW JENOBOM M TPO(ECCHOHAIBHOW JIEKCUKOW H3y4aeMoro
WHOCTPAHHOTO SA3bIKA.

0-5 6amnoB: menee 40% BepHBIX OTBETOB Ha TECTOBBIC 3a/IaHUS; NPU BBIMIOTHCHUH
3aIaHUI JOMYIIEHBI CYIIIECTBEHHBIC OIMMOKA B HAMMCAHUU CJIOB, MPOJAEMOHCTPUPOBAHO
HE3HaHWE TPAMMATUYECKUX SIBJICHHM W KOHCTPYKIMW, OO MEpPEeBOJ HE BBHITIOIHEH;
MIPOJICMOHCTPUPOBAHO HEMOHWMAHHE 3aJ]aBacMbIX BOIIPOCOB, HECIIOCOOHOCTH JaTh
OTBETHl; HE3HAHWE OCHOBHOW JENOBOM W MNPOPECCHOHATBLHON JIEKCUKHM3y4aeMOTO
WHOCTPAHHOTO SI3bIKA.

KoMmiekT 3aganmii o npogpeccuoHaIbHbIM TEKCTaM

2 cemecTp

[IpounTaiite TEKCT, BBIAEIUTE TEMY, OCHOBHYIO MBICIb. [Iepeckaknure OCHOBHOE COAEPIKAHNE
TEKCTa Ha aHTJINHMCKOM SI3BIKE.

Texkcr 1. Information technology

A protocol is a well-defined specification that allows computers to communicate across a
network. In a way, protocols define the "grammar" that computers can use to "talk" to each other.

IP stands for "Internet Protocol”, It can be thought of as the common language of computers on
the Internet.



IP addresses are analogous to telephone numbers - when you want to call some one on the
telephone, you must first know their telephone number. Similarly, when a computer on the Internet
needs to send data to another computer, it must first know its IP address. IP addresses are typically
shown as four numbers separated by decimal points, or "dots". For example, 10.24.254.3 and
192.168.62.231 are IP addresses.

If you need to make a telephone call but you only know the person's name, you can look them
up in the telephone directory (or call directory services) to get their telephone number. On the
Internet, that directory is called the Domain Name System, or DNS for short. If you know the name
of a server, say www.cert.org, and you type this into your web browser, your computer will then go
ask its DNS server what the numeric IP address is that is associated with that name.

Static IP addressing occurs when an ISP permanently assigns one or more IP addresses for each
user. These addresses do not change over time. However, if u static address is assigned but not in
use, it is effectively wasted. Since ISPs have ;i limited number of addresses allocated to them, they
sometimes need to make more efficient use of their addresses.

Dynamic IP addressing allows the ISP to efficiently utilize their address space, Using dynamic
IP addressing, the IP addresses of individual user computers may change over time. If a dynamic
address is not in use, it can be automatically reassigned to another computer as needed.

Network Address Translation (NAT) provides a way to hide the IP addresses of a private
network from the Internet while still allowing computers on that network to access the Internet.
NAT can be used in many different ways, but one method frequently used by home users is called
"masquerading"”.

Using NAT masquerading, one or more devices on a LAN can be made to appear as a single IP
address to the outside Internet. This allows for multiple computers in a home network to use a single
cable modem or DSL connection without requiring the ISP to provide more than one IP address to
the user. Using this method, the ISP-assigned IP address can be either static or dynamic. Most
network firewalls support NAT masquerading.

TCP (Transmission Control Protocol) and UDP (User Datagram Protocol) are both protocols
that use IP. Whereas IP allows two computers to talk to each other across the Internet, TCP and
UDP allow individual applications (also known as "services") on those computers to talk to each
other.

In the same way that a telephone number or physical mail box might be associated with more
than one person, a computer might have multiple applications (e.g. email, file services, web
services) running on the same IP address. Ports allow a computer to differentiate services such as
email data from web data. A port is simply a number associated with each application that uniquely
identifies that service on that computer. Both TCP and UDP use ports to identify services.

A firewall is "a system or group of systems that enforces an access control policy between two
networks". In the context of home networks, a firewall typically takes one\)f two forms:

Software firewall - specialized software running on an individual computer, or

Network firewall - a dedicated device designed to protect one or more computers.

Both types of firewall allow the user to define access policies for inbound connections to the
computers they are protecting. Many also provide the ability to control what services (ports) the
protected computers are able to access on the Internet (out-bound access). Most firewalls intended
for home use come with preconfigured security policies from which the user chooses, and some
allow the user to customize these policies for their specific needs.

There are a variety of antivirus software packages that operate in many different ways,
depending on how the vendor chose to implement their software. What they have in common,
though, is that they all look for patterns in the files or memory of your computer that indicate the
possible presence of a known virus. Antivirus pack-ages know what to look for through the use of
profiles (sometimes called "signatures™) provided by the vendor.

New viruses are discovered daily. The effectiveness of antivirus software is dependent on
having the latest virus profiles installed on your computer so that it can look for recently discovered
viruses. It is important to keep these profiles up to date.



Information security is concerned with three main areas:

Confidentiality - information should be available only to those who rightfully have access to it.

Integrity - information should be modified only by those who are authorized to do so.

Availability ~ information should be accessible to those who need it when they need it.

These concepts apply to home Internet users just as much as they would to any corporate or
government network. You probably wouldn't let a stranger look through your important documents.
In the same way, you may want to keep the tasks you perform on your computer confidential,
whether it's tracking your investments or sending email messages to family and friends. Also, you
should have some assurance that the information you enter into your computer remains intact and
is available when you need it.

Some security risks arise from the possibility of intentional misuse of your computer by
intruders via the Internet. Others are risks that you would face even if you weren't connected to the
Internet (e.g. hard disk failures, theft, power outages). The bad news is that you probably cannot
plan for every possible risk. The good news is that you can take some simple steps to reduce the
chance that you'll be affected by the most common threats - and some of those steps help with both
the intentional and accidental risks you're likely to face.

Texker 2.

TYPES OF INFORMATION SECURITY CONTROLS

Security is generally defined as the freedom from danger or as the condition of safety. Computer
security, specifically, is the protection of data in a system against unauthorized disclosure,
modification, or destruction and protection of the computer system itself against unauthorized use,
modification, or denial of service. Because certain computer security controls inhibit productivity,
security is typically a compromise toward which security practitioners, system users, and system
operations and administrative personnel work to achieve a satisfactory balance between security and
productivity.

Controls for providing information security can be physical, technical, or administrative. These
three categories of controls can be further classified as either preventive or detective. Preventive
controls attempt to avoid the occurrence of unwanted events, whereas detective controls attempt to
identify unwanted events after they have occurred. Preventive controls inhibit the free use of
computing resources and therefore can be ap plied only to the degree that the users are willing to
accept. Effective security awareness programs can help increase users' level of tolerance for
preventive controls by helping them understand how such controls enable them to trust their
computing systems. Common detective controls include audit trails, intrusion detection methods,
and checksums.

Three other types of controls supplement preventive and detective controls. They are usually
described as deterrent, corrective, and recovery. Deterrent controls are intended to discourage
individuals from intentionally violating information security policies or procedures. These usually
take the form of constraints that make it difficult or undesirable to perform unauthorized activities
or threats of consequences that influence a potential intruder to not violate security (e.g., threats
ranging from embarrassment to severe punishment).

Corrective controls either remedy the circumstances that allowed the unauthorized activity or
return conditions to what they were before the violation. Execution of corrective controls could
result in changes to existing physical, technical, and administrative controls. Recovery controls
restore lost computing resources or capabilities and help the organization recover monetary losses
caused by a security violation.

Deterrent, corrective, and recovery controls are considered to be special cases within the major
categories of physical, technical, and administrative controls; they do not clearly belong in either
preventive or detective categories. For example, it could be argued that deterrence is a form of
prevention because it can cause an intruder to turn away; however, deterrence also involves
detecting violations, which may be what the intruder fears most. Collective controls, on the other
hand, are not preventive or detective, but they are clearly linked with technical controls when



antiviral software eradicates a virus or with administrative controls when backup procedures enable
restoring a damaged data base. Finally, recovery controls are neither preventive nor detective but
are included in administrative controls as disaster recovery or contingency plans.

Because of these overlaps with physical, technical, and administrative controls, the deterrent,
corrective, and recovery controls are not discussed further in this chap ter. Instead, the preventive
and detective controls within the three major categories are examined.

PHYSICAL CONTROLS

Physical security is the use of locks, security guards, badges, alarms, and similar measures to
control access to computers, related equipment (including utilities), and the processing facility itself.
In addition, measures are required for protecting computers, related equipment, and their contents
from espionage, theft, and destruction or damage by accident, fire, or natural disaster (e.g., floods
and earthquakes). Purposes of Information Security Management

Managing computer and network security programs has become an increasingly difficult and
challenging job. Dramatic advances in computing and communications technology during the past
five years have redirected the focus of data processing from the computing center to the terminals
in individual offices and homes. The result is that managers must now monitor security on a more
widely dispersed level. These changes are continuing to accelerate, making the security manager's
job increasingly difficult.

The information security manager must establish and maintain a security pro-gram that ensures
three requirements: the confidentiality, integrity, and availability of the company's information
resources. Some security experts argue that two other requirements may be added to these three:
utility and authenticity (i.e., accuracy). In this discussion, however, the usefulness and authenticity
of information are addressed within the context of the three basic requirements of security
management.

CONFIDENTIALITY

Confidentiality is the protection of information in the system so that unauthorized persons
cannot access it. Many believe this type of protection is of most importance to military and
government organizations that need to keep plans and capabilities secret from potential enemies.
However, it can also be significant to businesses that need to protect proprietary trade secrets from
competitors or prevent unauthorized persons from accessing the company's sensitive information
(e.g., legal, personnel, or medical information). Privacy issues, which have received an increasing
amount of attention in the past few years, place the importance of confidentiality on protecting
personal information maintained in automated systems by both government agencies and private-
sector organizations.

Confidentiality must be well defined, and procedures for maintaining confidentiality must be
carefully implemented, especially for standalone computers. A crucial aspect of confidentiality is
user identification and authentication. Positive identification of each system user is essential to
ensuring the effectiveness of policies that specify who is allowed access to which data items.

Threats to Confidentiality

Confidentiality can be compromised in several ways. The following are some of the most
commonly encountered threats to information confidentiality:

» Hackers.

» Masqueraders.

« Unauthorized user activity.

 Unprotected downloaded files.

 Local area networks (LANS).

 Trojan horses. Hackers

A hacker is someone who bypasses the system's access controls by taking advantage of security
weaknesses that the systems developers have left in the system. In addition, many hackers are adept
at discovering the passwords of authorized users who fail to choose passwords that are difficult to
guess or not included in the dictionary. The activities of hackers represent serious threats to the
confidentiality of information in computer systems. Many hackers have created copies of



inadequately protected files and placed them in areas of the system where they can be accessed by
unauthorized persons.

Masqueraders

A masquerader is an authorized user of the system who has obtained the pass-word of another
user and thus gains access to files available to the other user. Masqueraders are often able to read
and copy confidential files. Masquerading is a common occurrence in companies that allow users
to share passwords.

Unauthorized User Activity

This type of activity occurs when authorized system users gain access to files that they are not
authorized to access. Weak access controls often enable unauthorized access, which can
compromise confidential files.

Unprotected Downloaded Files

Downloading can compromise confidential information if, in the process, files are moved from
the secure environment of a host computer to an unprotected micro-computer for local processing.
While on the microcomputer, unattended confidential information could be accessed by authorized
users.

Local Area Networks

LANs present a special confidentiality threat because data flowing through a LAN can be
viewed at any node of the network, whether or not the data is addressed to that node. This is
particularly significant because the unencrypted user IDs and secret passwords of users logging on
to the host are subject to compromise as this data travels from the user's node through the LAN to
the host. Any confidential information not intended for viewing at every node should be protected
by encryption.

Trojan Horses

Trojan horses can be programmed to copy confidential files to unprotected areas of the system
when they are unknowingly executed by users who have authorized access to those files. Once
executed, the Trojan horse becomes resident on the user's system and can routinely copy confidential
files to unprotected resources.

3 cemecTp

[IpounTaiite TEKCT U MEPEBEIUTE €T0 MMCbMEHHO HA PYCCKMM A3BIK. BBINOIHUTE 3a1aHus 11O
TEKCTY.

Tekcr 1. Cryptology. Communication systems. The Internet

Cryptology is made up of cryptography and cryptanalysis. The first, Glyptography, is the actual
securing, control, and identification of digital data. The second, cryptanalysis, is made up of all the
attempts one might develop to undermine, circumvent, and/or break what the first part, cryptography
is attempting to accomplish. Cryptanalysis is absolutely essential to cryptography, albeit in a
somewhat negative sense. That is, the only thing that tells you that your cryptographic steps are
worthwhile is the fact that cryptanalysis has failed, despite the longstanding efforts of smart and
knowledgeable cryptanalysts. Think of this in the same way as automobile crash tests. To test the
safety of a car, an essential exercise is to run a few of them into some brick walls to see just where
the failure points arise (using crash-test dummies as proxies in our analogy for test, rather than
production, data).

What tools use cryptography? Some form of cryptography is nearly everywhere in computer
technology. Popular standalone programs, like PGP and GPG, aid in securing communications. Web
browsers and other programs implement cryptographic layers in their channels. Drivers and
programs exist to secure files on disk and control access thereto. Some commercial programs use
cryptographic mechanisms to limit where their installation and use may occur. Basically, every time
you find a need to control the ac cess and usage of computer programs or digital data, cryptographic
algorithms wind up constituting important parts of the protocol for use of these programs/data.



There are lots of details in the design of specific cryptographic algorithms, but the basic
mathematics is as simple as their portrayal in these panels.

Folks who know just a little bit about cryptography often think of cryptography as methods of
hiding data from prying eyes. While this function-encryption-is indeed an important part of
cryptography, there are many other things one can do that are equally important. Here are a few that
relate more to proving things about a message than they do to hiding a message.

Authentication: Prove that a message actually originates with its claimed originator. Suppose
Peggy wishes to prove she sent a message, Peggy may prove to Victor that the message comes from
her by performing a transformation on the message that Victor knows only Peggy knows how to
perform (e.g., because only Peggy, and maybe Victor, knows the key). Peggy may send the
transformation either instead of or in addition to M, depending on the protocol.

Integrity: Prove that a message has not been altered in unauthorized ways. There are a number
of ways by which Peggy might demonstrate the integrity of a message. The most common means is
by using a cryptographic hash. Anyone may perform a cryptographic hash transformation, in the
general case, but Peggy may take measures to publish the hash on a channel less subject to tampering
than the message channel.

Non-repudiation: Prevent an originator from denying credit (or blame) for creating or sending
amessage. Protocols for accomplishing this goal are a bit complicated, but the traditional non-digital
world has familiar means of accomplishing the same goal through signatures, notarization, and
presentation of picture ID. Non-repudiation has many similarities to authentication, but there are
also subtle differences.

When considering cryptology, it is important to make the distinction between protocols and
algorithms. This is especially important in light of the misleading claims sometimes made by
cryptographic product makers (either out of carelessness or made by cryptographic product makers
(either out of carelessness or misrepresentation). For example, a maker might claim: "If you use our
product, your data is secure since it would take a million years for the fastest computers to break
our encryption!” The claim can be true, but still not make for a very good product. A protocol is a
specification of the complete set of steps involved in carrying out a cryptographic activity, including
explicit specification of how to proceed in every contingency. An algorithm is the much more
narrow procedure involved in transforming some digital data into some other digital data.
Cryptographic protocols inevitably involve using one or more cryptographic algorithms, but
security (and other cryptographic goals) is the product of a total protocol.

Texker 2.
TELECOMMUNICATIONS SECURITY OBJECTIVES, THREATS AND
COUNTERMEASURES
The Self-Hack Audit

In today's electronic environment, the threat of being hacked is no longer an unlikely incident,
occurring in a few unfortunate organizations. New reports of hacker incidents and compromised
systems appear almost daily. As organizations continue to link their internal networks to the Internet,
system managers and administrators are becoming increasingly aware of the need to secure their
systems. Implementing basic password controls is no longer adequate to guard against unauthorized
access to data. Organizations are now looking for more up-to-date techniques to assess and secure
their systems. The most popular and practical technique emerging is the self-hack audit (SHA). The
SHA is an approach that uses hacker methods to identify and eliminate security weaknesses in a
network before they are discovered by a hacker.

This chapter provides a methodology for the SHA and presents a number of popular hacker
techniques that have allowed hackers to penetrate various systems in the past. Each description is
followed by a number of suggested system administration steps or precautions that should be
followed to help prevent such attacks.

OBJECTIVES OF THE SELF-HACK AUDIT



The basic objective of the SHA is to identify all potential control weaknesses that may allow
unauthorized persons to gain access to the system. The network administrator must be familiar with
and use all known hacker techniques for overcoming system security. Depending on the nature of
the audit, the objective may be either to extend a user's current levels of access (which may be no
access) or to destroy (i.e., sabotage) the system.

Network Security

A New Security Model for Networks and the Internet

Type enforcement is a new security mechanism that can be used as the basic security building
block for a large number of systems in which security is an important factor. One of the most critical
areas requiring protection is the system firewalls. Firewalls are the equivalent of walls around a
castle and are under constant attack from external forces. Installing software to protect the network
will not be effective if the software runs on a platform that cannot protect itself. It is like building
the castle walls on a swamp.

Computer security is a matter of controlling how data are shared for reading and modifying.
Only one person using an isolated computer is completely secure, However, people inside and
outside of the organization need to share information. Type enforcement allows a computer to be
divided into separate compartments, basically having a number of isolated computers inside of a
single computer. Because the compartments are in a single computer, the process of sharing
information among compartments can be controlled by type enforcement.

Most secure systems are difficult to work with and require extra development time. Type
enforcement strikes a balance between security and flexibility. As a result, new security services
can be provided more quickly, because they can build on the security of the underlying operating
system. Type enforcement permits the incorporation of security more quickly because it allows the
applications to be encapsulated. Each application is protected from:

+ Hostile manipulation by outsiders.

« Interference from other applications.

* Erroneous behavior by the application itself. SECURITY BASICS

An examination of the potential problems that can arise on a poorly secured system will help
in understanding the need for security. Three basic kinds of malicious behavior are

* Denial of service.

« Compromising the integrity of the information.

« Disclosure of information. Denial of Service

Denial of service occurs when a hostile entity uses a critical service of the computer system
in such a way that no service or severely degraded service is available to others. Denial of service
is a difficult attack to detect and protect against, because it is difficult to distinguish when a program
is being malicious or is simply greedy.

An example of denial of service is an Internet attack, where a attacker requests a large number
of connections to an Internet server. Through the use of an improper protocol, the attacker can leave
a number of the connections half open. Most systems can handle only a small number of half-open
connections before they are no longer able to communicate with other systems on the net. The attack
completely disables the Internet server.

Compromising the Integrity of the Information

Most people take for granted that the information stored on the computer system is accurate,
or at least has not been modified with a malicious intent. If the information loses its accuracy, the
consequences can be extreme. For example, if competitors hacked into a company's data base and
deleted customer records, a significant loss of revenues could result. Users must be able to trust that
data are accurate and complete.

Disclosure of Information

Probably the most serious attack is disclosure of information. If the information taken off a
system is important to the success of an organization, it has considerable value to a competitor,
Corporate espionage is a real threat, especially from foreign companies, where the legal reprisals



are much more difficult to enforce. Insiders also pose a significant threat. Limiting user access to
the information needed to perform specific jobs increases data security dramatically.

Internet Security

Security Management for the World Wide Web

Companies continue to flock to the Internet in ever-increasing numbers, despite the fact that
the overall and underlying environment is not secure. To further complicate the matter, vendors,
standards bodies, security organizations, and practitioners cannot agree on a standard, compliant,
and technically available approach. As a group of investors concerned with the success of the
Internet for business purposes, it is critical that we pull our collective resources and work together
to quickly establish and support interoperable security standards; open security interfaces to existing
security products and security control mechanisms within other program products; and hardware
and software solutions within heterogeneous operating systems which will facilitate smooth
transitions.

Interfaces and teaming relationships to further this goal include computer and network
security and information security professional associations (CSI, ISSA, NCSA), professional
technical and engineering organizations (I/EEE, IETF), vendor and product user groups,
government and standards bodies, seminars and conferences, training companies/institutes (MIS),
and informal networking among practitioners.

Having the tools and solutions available within the marketplace is a beginning, but we also
need strategies and migration paths to accommodate and integrate Internet, intranet, and World
Wide Web (WWW) technologies into our existing IT infrastructure. While there are always
emerging challenges, introduction of newer technologies, and customers with challenging and
perplexing problems to solve, this approach should enable us to maximize the effectiveness of our
existing security investments, while bridging the gap to the long awaited and always sought after
perfect solution!

Security solutions are slowly emerging, but interoperability, universally accepted security
standards, application programming interfaces (APIs) for security, vendor support and cooperation,
and multiplatform security products are still problematic. Where there are products and solutions,
they tend to have niche applicability, be vendor-centric or only address one of a larger set of security
problems and requirements. For the most part, no single vendor or even software/vendor consortium
has addressed the overall security problem within "open™ systems and public networks. This
indicates that the problem is very large, and that we are years away from solving today's problem,
not to mention tomorrow's.

This chapter establishes and supports the need for an underlying baseline security framework
that will enable companies to successfully evolve to doing business over the Internet and using
internal intranet- and World Wide Web-based technologies most effectively within their own
corporate computing and networking infrastructures. It presents a solution set that exploits existing
skills, resources, and security implementations.

By acknowledging today's challenges, bench-marking today's requirements, and
understanding our "as is condition" accordingly, we as security practitioners can best plan for
security in the twenty-first century. Added benefits adjacent to this strategy will hopefully include
a more cost-effective and seamless integration of security policies, security architectures, security
control mechanisms, and security management processes to support this environment.

It is important to keep in mind, as with any new and emerging technology, Internet, intranet,
and WWW (World Wide Web) technologies do not necessarily bring new and unique security
concerns, risks, and vulnerabilities, but rather introduce new problems, challenges and approaches
within our existing security infrastructure,

Security requirements, goals, and objectives remain the same, while the application of
security, control mechanisms, and solution sets are different and require the involvement and
cooperation of multidisciplined technical and functional area teams. As in any distributed
environment, there are more players, and it is more difficult to find or interpret the overall
requirements or even talk to anyone who sees or understands the big picture. More people are



involved than ever before, emphasizing the need to communicate both strategic and tactical security
plans broadly and effectively throughout the entire enterprise. The security challenges and the
resultant problems become larger and more complex in this environment. Management must be kept
up-to-date and thoroughly understand overall risk to the corporation's information assets with the
implementation or decisions to implement new technologies. They must also understand, fund, and
support the influx of resources required to manage the security environment.

4 cemecTp

Texcr 1. Windows

Microsoft Windows (or simply Windows) is a software program that makes your PC easy to
use. It does this by simplifying the computer’s user interface.

The word interface refers to the way you give your computer commands, the way you interact
with it.

Usually the interface between you and the computer consists of the screen and the keyboard:
you interact with the computer by responding to what’s on the screen, typing in commands at the
DOS command line to do your work.

DOS often isn’t very intelligent at interpreting your commands and most people consider it
awkward or intimidating as a user interface. These commands can be confusing and difficult to
remember. Who wants to learn lots of computer commands just to see what’s on your disk, copy a
file, or format a disk?

Windows changes much of this. What’s been missing from the PC is a program that makes
your computer easy to use. Windows is just such a program. With Windows you can run programs,
enter and move data around and perform DOS-related tasks simply by using a mouse to point at
objects on the screen. Of course, you also use a keyboard to type in letters and numbers. Windows
interprets your actions and tells DOS and your computer what to do.

In addition to making DOS housekeeping tasks, such as creating directories, copying files,
deleting files, formatting disks, and so forth, easier, Windows makes running your favorite
applications easier too. (An application is a software package that you use for a specific task, such
as word processing.)

Windows owes its name to the fact that it runs each program or a document in its own separate
window. (A window is a box or a frame on the screen.). You can have numerous windows on the
screen at a time, each containing its own program and/or document. You can then easily switch
between programs without having to close one down and open the next.

Another feature is that Windows has a facility called the Clipboard that lets you copy material
between dissimilar document types, making it easy to cut and paste information from, say, a
spreadsheet into a company report or put a scanned photograph of a house into a real state brochure.
In essence, Windows provides the means for seamlessly joining the capabilities of very different
application programs. Not only can you paste portions of one document into another, but by utilizing
more advanced document-linking features those pasted elements remain “live”. That is, if the source
document (such as some spreadsheet data) changes, the result will also be reflected in the secondary
document containing the pasted data. As more and more application programs are written to run
with Windows, it’ll be easier for anyone to learn how to use new programs. This is because all
application programs that run in Windows use similar commands and procedures. Windows comes
supplied with a few of its own handy programs. There’s a word-processing program called Word, a
drawing program called Paint, a communications program called Terminal for connecting to outside
information services over phone lines, small utility programs that are helpful for keeping track of
appointments and notes, a couple of games to help you escape from your work, and a few others.

Years of research went into developing the prototype of today’s popular user interfaces. It was
shown in the early 1980s that the graphical user interface, in conjunction with a hand-held pointing
device (now called the mouse), was much easier to operate and understand than the older-style
keyboard-command approach to controlling a computer. A little-known fact is that this research was
conducted by the Xerox Corporation and first resulted in the Xerox Star computer before IBM PCs



or Macintoshes existed. It wasn’t until later that the technology was adapted by Apple Computer for
its Macintosh prototype, the Lisa.

Vocabulary. 1. to make smth. easy to use — aenaTh 4TO-TO JIETKMM B MCITOJIb30BaHHK 53 2.
compatible — coemectumbiii 3. to simplify the computer’s user interface — ympomars
0JIK30BaTEIbCKHI HHTEpdEiic KommbroTepa 4. to interact — B3anmoeiictBoBath 5. t0 respond to
what’s on the screen — pearupoBare Ha TO, uTO Ha 3kpane 6. to enter and move data around —
BBOJIUTH M IEPEMEINATh JaHHBIE 7. NUMerous windows — MaokecTBO OkoH 8. t0 switch between
programs — mepekirouaThest Mexay nporpammamu 9. feature — uepra 10.facility — cmoco6HOCTB,
Bo3MoxkHOoCcTh 11.dissimilar document types — pasuble Tumbl gokymeHToB 12.t0 cut and paste
information — Beipe3ats U BcTaBisATh MHpoOpMarmio 13.in essence — B cymuoctu 14.capability —
crocobHocth 15.t0 utilize — ucmons3oBate 16.t0 be reflected — orpaskarscst 17.handy — yaoGHbIi
18.utility programs — BciomoratesnbHbie TiporpamMmbr 19.t0 keep track of — ciieauts, orcinexuBarsb

Give the Russian equivalents for the following word combinations: 1) to make your PC easy
to use; 2) by simplifying the computer’s user interface; 3) to be confusing and difficult to remember;
4) to perform DOS-related tasks; 5) DOS housekeeping tasks; 6) to have numerous windows on the
screen at a time; 7) a facility called the Clipboard; 8) to copy material between dissimilar document
types; 9) to paste portions of one document into another; 10) a hand-held pointing device.

Give the English equivalents for the following words and word combinations: 54 1) To, kak
Bbl B3aMMOJIEHCTBYETE C KOMIIBIOTEPOM; 2) pearupoBaTh Ha TO, YTO Ha 3KpaHe; 3) BBOAMUTH U
nepeMeniaTh JaHHble; 4) yKa3blBaTh HA O0BEKTHI HA SKPAHE; 5) 3allyCKaTh MPOrpaMMy B OTAETLHOM
OKHe; 6) mepekoyaThCst MeXAy IporpamMmmamu; 7) uepTta; 8) BbIpe3aTh U BCTaBJISITh HH()OPMALINIO;
9) oTpakaTbcs BO BTOPHYHOM J0KyMeHTe; 10) BcrioMoraTenbHble IPOrpaMMBl.

Agree or disagree with the statements using phrases of agreement and disagreement. If you
disagree, give the correct variant. 1. The word interface refers to the way you output information. 2.
You interact with the computer by responding to what’s on the screen. 3. Many people consider
Windows awkward and intimidating as a user interface. 4. DOS commands can be confusing and
difficult to remember. 5. With Windows it is difficult to enter and move data around. 6. Windows
runs each program or a document in its own separate circle. 7. You can have many windows on the
screen at a time. 8. If you want to switch between programs in Windows you have to close one down
and open the next. 9. Clipboard is a facility that lets you copy material between similar document
types. 10.All applications that run in Windows use similar commands and procedures. 11.Windows
comes supplied with handy programs. 12.Paint is a word-processing program. 13.The first research
in developing a hand-held pointing device was conducted by the Xerox Corporation. Task 5. Answer
the guestions to the text: 1. What are the advantages of Windows? 2. What is Windows? 3. Why is
it called Windows? 4. What is another feature of Windows? 55 5. Why will it be easier for anyone
to learn how to use new programs? 6. What is a utility program? 7. What research was conducted
by the Xerox Corporation? 8. What operating system do you use and why? 9. What versions of
Windows are there nowadays? Which of them are the best?

Refer back to the text and find Synonyms for the following words: 1. to use 2. facility 3. to
make easy 4. to react Antonyms for the following words: 1. simple 2. to cut 3. similar 4. to close

Translate the sentences into English. 1. Oxno#t u3 wacteit ammapatHOro oOecredeHus
KOMITbIOTEpA SIBJIICTCSI KIIaBUATypa, ¢ MOMOIIBIO KOTOPOH BBl B3auMo/eicTByere ¢ HUM. 2. HoBoe
nmporpaMMHOe  00€ClieueHHe COBMECTHMO C  OOJBIIMHCTBOM  KOMIBIOTEpOB. 3. Bol
B3aMMOJICICTBYEeTE C KOMIIBIOTEPOM, pearupys Ha TO, 4TO Ha dKkpaHe. 4. Windows naer Bam
BO3MOXXHOCTh BBOJUTHh M IE€PEMEIIaTh JaHHBIC, KOMHMPOBATH W YHANATh (ailiibl, BHIpE3aTh H
BCTaBIIATh MHpopMmanuio. 5. Windows Gosiee ynoOHas onepannoHHas cuctema, yeM DOS u3-3a
YIOPOIIEHHOTO TOJIh30BaTeabckoro uaTepdeiica. 6. Komanapr DOS MoryT ObITh 3amyTaHHBIMU U
TPYAHBIMHU JUI 3anioMHHaHusS. 56 7. Windows 3ammycKaeT KakJylo IporpaMmy B OTJICJIEHOM OKHE.



8. Windows XP cam nonbupaer apaiiBepa 11 anmnapatHoro obecnedenus. 9. bydep oomena — sto
o4eHb BakHas yepra Windows, KOTOpas MO3BOJISIET BaM KOMMPOBATh MaTEepUall MEXIy pPa3HBIMH
TUnamMu JTOKyMeHTOB. 10.Ecinu MOKYMEHT-UCTOYHHMK HM3MEHSIETCS, pPe3yJbTaT OTPaXaeTcs BO
BTOPUYHOM JIOKYMEHTE, COJIEpXKallleM BCTaBJICHHBIC JaHHbIE. 11.BcrnomorarensHbie mporpaMMel
MO3BOJISIIOT BaM  KCIOJIb30BaTh MHOTO BO3MOXHOCTEW Bamero kommbiotepa. 12.IlepBbie
UcciIe0BaHus 1o pa3zpadoTke nmpototuna Windows npoBoauincs kopropanueii Keepoxc.

Kpurepuu oneHku:

MaxkcruManbHOe KOJTHYECTBO 0aiioB 3a cemectp — 40 6aioB.

o omeHka «oTau4HO» (35-40 0aIoB) BBICTABISCTCS CTYACHTY, €CIIH
NIEPEBOJ] BBIMOJIHEH IMOJHOCTHIO, O(MOPMIICH CTHIUCTHYECKA BEPHO, HCXOHAS
uHbopMalusl TepeaaHa TOJHOCTBIO W MPaBUJIbHO, TepeBod OGOopMIeH B
COOTBETCTBHUHM C TpaMMaTHYECKHMMH M CHHTAKCHUYECKHMMH TMpaBUJIAMH PYCCKOTO
A3bIKa, OCHOBHOE COJICpKaHHME TOHATO MPAaBWIBHO, pedepupoBaHrEe BBITTOJIHEHO
TPaMOTHO U apTYMEHTHUPOBAHHO;

o OlleHKa «Xxopomioy» (29-34 0a/uioB) BBICTABISICTCS CTYICHTY, €CIHU
NIEPEBO/] BBITIOJIHEH OJTHOCTHIO, 0()OPMJIIEH B LIEJIOM CTHJIMCTUYECKH BEPHO, OJTHAKO
JIOTIYIIEHbI OTAEJbHbIE CTUIMCTUYECKUE HETOYHOCTH; OOJbIlas 4acThb MCXOJHOU
uHboOpMallMu TepellaHa BEPHO, NepeBoJ OQGOPMIEH B COOTBETCTBHUHM C
rpaMMaTH4YE€CKUMH M CHUHTAKCMYECKMMH TpaBUJIaMH PYCCKOrO  SI3bIKa C
JIOTIYIIEHUEM HEKOTOPBIX HETOYHOCTEH, OCHOBHOE COJIEP)KaHUE IMOHSTO BEPHO,
pedeprupoBaHre COCTABICHO TPAMOTHO;

o OlICHKa  «ynoBieTBopuTelbHO» (20-28  0ayuioB)  BBICTABISAETCS
CTYACHTY, €CIH TIEPEeBOJ] BBINOJHEH YAaCTUYHO, JOMYLIEHHl HEKOTOPHIC
CTHJINCTUYECKHE HETOYHOCTH W TMOTPEIIHOCTH, UCXOAHAs WH(OpMaIHs nepeaaHa
JUIIb YaCTUYHO U C HUCKAKECHUSIMH, TakXKe JIOMYIIEHbl TpaMMaTHYeCKUE U
CUHTAKCHUYECKHE HETOUYHOCTU MpH O(OPMIICHUH MEPEBOIHOTO TEKCTa HA PYCCKOM
A3bIKE, OCHOBHOE COJIEp KaHNE TEKCTA B 1IEJIOM IIOHSTO, peeprupOoBaHrE BHIIIOTHEHO
C JIOMYIIEHHUEM HEKOTOPBIX HETOYHOCTEH;

o olleHKa  «HeymorieTBopuTeabHO» (0-19  GamnoB)  BeIcTaBIIETCS
CTYACHTY, €CIH TIEPEBOJ BBIIOJHEH YAaCTUYHO, JOMYIICHbI 3HAYUTEIHHBIC
CTHJINCTUYECKHE HETOYHOCTH W TMOTPEIIHOCTH; UCXOAHAs HHQOpMAIHs nepeaaHa
YaCTHYHO Y CO 3HAYMTEIbHBIMH MCKKEHUSIMU, TaK)Ke JOMYIIEHBI CYIeCTBEHHBIC
rpaMMaTHYeCKHEe W CHHTAKCHYECKHE OIMMOKH MpU O(QOPMIICHUH TEPEBOJTHOTO
TEKCTa Ha PYCCKOM SI3bIKE; OCHOBHOE COJIep)KaHNE TEKCTa MOHSATO HEBEPHO WM HE
MOHATO COBCEM, pedepupoBaHUE HE COOTBETCTBYET TpeOOBAHUAM;IHO0 OTKA3 OT
BBITIOJIHEHMSI TIepeBoJia U peheprupoBaHusl.

[enoBast (poJieBasi) urpa

1o AucuuIuInHe MTHOCTpaHHBIH SI3bIK (QHTITHICKHIA)



2 cemectp

HenoBasi urpa 1.

1. Tema (curyanus): «PR-aknus»

2. Konuenuusa urpei: Menemxkep opranuzyer PROMO wmu PR akumio mo
MPOJABUKEHUIO HOBEUIIIMX KOMITBIOTEPHBIX IPOTPAMM U COBPEMEHHBIX UTP. MeHexep
JIOJKEH JIOTOBOPUTHCSI ¢ KOMIIAHMEW O IUIAHUPYEMOM LEJIIEBOM ayJUTOPUU, MECTE
NPOBEICHUS AaKIHUW, pa3paboTaTth 1m0y (ACUCTBHSI), PEKBU3HUT, PEKPYTHHT U
BO3MOXXHOCTh OOydYeHHs KOMaHbl. KOMITaHMM W MEHEIKEepy Ba)XHO HE TOJIBKO
MPEJIOCTAaBUTh TMOJIHYIO HH(POPMAIMIO MO MPOJBUTAEMOMY TOBapy, HO OOBSICHUTH
0COOEHHOCTH, PHUHIIMIBI pabOThl, OTIMUKE OT APYTOH KOMIBIOTEPHOU MPOIYKIHH.
PeknamHoe wmepornpusTHe [ODKHO TPHUBICYh BHHMAaHWE TIOKymaTeias B Jr0OOH
TOPTOBOM TOYKE K MPOJABUTAEMOMY MPOAYKTY (HOBEUIIUM KOMIIBIOTEPHBIM
porpaMMam M Urpam).

3 Posm: MeHemKep, YICHbl KOMIIAHUH, JEMOHCTPATOP, ayIUTOPHUS

4.0:xxugaeMble pe3yJbTaTbl: 1) pa3BUTHE HABBIKOB JAMAJIOTHUYECKOW peuu
npo¢eCCUOHAILHOM HAINpPAaBJICHHOCTH HAa AaHTJIMMCKOM SI3bIKE; Pa3BUTHE HABBIKOB
MMOHUMAaHMS Ha CIyX WHOS3BIYHOU PEeUH; 2) OCBOCHHE MPO()ECCHOHAITBHON JEKCUKH 1
KOMITbIOTEPHOU TEPMUHOJIOTHUH.

5. IlporpamMa mnpoBeaeHHsI H/WJIM MeTOAUYECKHE PEKOMEHIANUU TI0
MOJATOTOBKE U NMPOBEACHUIO

[Tepen mpoBeaeHNEM IEIIOBOM UTPHI 3apaHee MPOBOJUTCS paboTa M0 MOWCKY H
coopy uH(pOpPMAIIMKM O HOBBIX KOMIBIOTEPHBIX MPOAYKTax (Mporpammax, HUrpax).
MeHemkepoM TOJrOTaBIMBACTCS TEKCT MO JaHHOW Temartuke. Ha mepBom srtamne
JIEJIOBOM UTPBI MMPOUCXOIUT O3HAKOMIICHUE YIACTHUKOB C TEKCTOM, paboTa ¢ JICKCUKOM
no Teme. Bropoi sTam mpenrnonaraeT oOCYXICHHE BOIPOCOB IO KOMIIBIOTEPHOM
TEMaTHKEe, BBICKAa3bIBAaHHWE OJ00pCHMS/HEONOOPEHNUS COBPEMEHHBIX KOMIThIOTEPHBIX
TE€XHOJIOTUH, apryMEHTallsl CBOETO MHEHUS, MOJrOTOBKA CTEHAA JUISl IEMOHCTPALIUH,
BBIJIBIDKCHHE TMpeiokeHuil. Tpetuit »tam mpexanojaraetT Oecelry MeEHEKepa U
KOMITaHUM 10 opranu3aiuu PR-akunu u npoBeieHue ee.

3 cemecTp

JesoBasi urpa Ne2

1.Tema (curyauus): «IIpecc-koH(pepeHIHD)

2.Konuenuusi wurpni: Bbl J0MKHBI TPOBECTH Mpecc-KOH(EPEHIUI0 Ha
aHIJIMICKOM $sI3bIKE 1O mpobsieme oOecmedeHus: MHPOpPMAIMOHHONW 0e30MacHOCTH
YeJIOBeKa, NPHUBUTHS HABBIKOB OTBETCTBEHHOTO MW O€30MaCHOTO TIOBEJICHUS B
COBPEMEHHOW  HMH(POPMAIIMOHHO-TEIEKOMMYHUKAIIMOHHON  cpeae. I[lpeactaButh
oduImanbHy0 HHGHOPMAIIHIO, B T.4. C TOMOIIIO MPE3EHTAINH, 1 OTBETUTH Ha BOIIPOCHI
10 TeMe npecc-KoH(pepeHIUu:
- BuAbl MH(OpPMAIH, CTIOCOOHBIE MPUYMHUTH BPEI 3I0POBBIO, 3aIPEIICHHBIC WM
OTPaHUYCHHBIE JUIs PACIIPOCTPaHEeHUs Ha Tepputopuun PO,
- crmocoObl HE3aKOHHOTO pachpocTpaHeHuss uHGopMmanuu B UHGOPMAIMOHHO-
TEJICKOMMYHHUKAIIMOHHBIX CETAX, B ceTAX MHTepHET 1 MOOMILHO (COTOBOI) CBS3H;
- TpaBWJIa OTBETCTBEHHOTO M 0€30MacHOro TMOJB30BaHMs yciayramu MHTEpHET u
MOOMJIBHOM (COTOBOM) CBSI3U, JPYTUMHU OJJIEKTPOHHBIMU CpPEACTBAMHU CBSI3U WU
KOMMYHUKALINH;



- IpoUITAKTUKA U TIpeoiosieHne HTepHET - 3aBUCUMOCTH;
- o0mue npaBuia 6e30MacHOCTH AeTe B cetu HTepHeT.
3 Poun:
- BeJlyllue npecc-KoH(epeHInH;
- JKYPHAJIUCThI — IPEACTAaBUTENN pa3inuHbix CMU;
- CIICIUAIIMCTBI Meaua cepsbl;
- CUCTEMHBIE aJIMUHUCTPATOPHI.

4. OxupaeMble pe3yiabTaThl: 1) pa3BUTHE AMATIOTMYECKOW  peuu
npodecCuOHaIbHONW HANpaBICHHOCTH Ha AHTIUIICKOM S3bIKE; pPa3BUTHE HAaBBIKOB
MOHUMAHUS Ha CITyX MHOSI3BIYHOM peun; 2) OCBOCHUE MPO(eCcCHOHATbHON JIEKCUKH TI0
TeMe Urpbl; 4) OCBOCHHE HABBIKOB JEJIIOBOTO J3THKETAa M OCOOEHHOCTEH KYJbTYpbI
peueBoOro OOIICHUS.

5. IlporpamMma mnpoBeleHUS] W/MJIM MeTOAMYECKHE PEKOMEHJAlUH 0
MOATOTOBKE U NMPOBEICHUIO

Jlist BeAyuux: MpOBEIUTE CaMOCTOSATEIbHO cOOp M aHanu3 MHPOpMalUU Ha
MHOCTPAHHOM S3BbIKE C II€JIbI0 COCTaBJIECHMS JOKJIaAa A npecc-koH(pepeHuuu. s
BBIOOpA TEMBI IIPeCcC-KOH(PEPEHIIMHA MOYKHO MCTIOIB30BaTh MaTepUalbl aHTTIOSI3bIYHBIX
CMMU. Tlpogymath 1 HamucaTh BO3MOXKHBIE (B CBSI3H C 3TOM MHGOpPMAIIHET) BOMPOCHI
YKYPHAJUCTOB U OTBETHI HA 3TU BOIPOCHI.

JI71st KypHAJIUCTOB: MOATOTOBUTH BOIMPOCHI 10 TeMe mpecc-koHdepenuuu. [lo utoram
npecc-KOH(PEPEHIIMK TIPEACTABUTH Mpecc-penn3. JJokyMeHT 10KeH ObITh 0popMIIeH
10 BCEM MPaBHiiaM O(PUIIMATBHOTO/IEIIOBOTO CTUIISI PEYH.

4 cemecTp

esoBas urpa Ne3
1. Tema (curyamms): «CobOecenoBaHue
2. Konnenuuss urpei: Bel nmpummm Ha coOecenoBanue B [T-kommnanwio. Ber
JOJDKHBI ~ 3allOJIHUTh ~ AHKETy, OTBETUTh HAa  BONPOCHl  COTPYIHHKA
TeJIepaguOKOMITAHHH.
3. Poon:
- IPEJICTAaBUTEIN OTAEIa KaapoB U nicuxoior [T-komnanuy;
- COUCKATEIb.
4.0xunaemble pe3yJibTaThl: 1) pa3BUTHE TUATOTHYECKOM peun mpodecCHoHaTbHON
HaIPaBJICHHOCTH HA AHTJMHCKOM S3bIKE; PAa3BUTHE HABBIKOB MOHMMAaHUS Ha CIyX
WHOSI3BIYHON peuu; 2) pa3BUTHE HABBIKOB COCTABIICHHUS JCIIOBOM TOKyMEHTAIlUU Ha
aHTJIMIICKOM SI3bIKE; 3) OCBOEHHE MPOQPECCHOHAIBHON JEKCUKU MO TeMe HIrpbl; 4)
OCBOCHHE HABBIKOB JIEJIOBOTO STUKETA U OCOOCHHOCTEN KYJIbTYpPhl PEUE€BOTO OOIICHHUS
B CUTYaIMH Mpo¢dheCcCHOHAIBHOTO OOIIEHUSI.
5. IlporpamMa mnpoBeaeHMsI W/WIM MeTOAUYECKHE PEKOMEHIAUMU IO
MOAr0OTOBKE U NPOBEACHUIO
[lepen mnpoBeneHHEM JEIOBOM UIPHl  3apaHee PaCHPENENSIIOTCS  POJI,
HEO0OXOIMMO TPOBECTU COOTBETCTBYIOILYIO MOJArOTOBKY, MPOpadOTaTh JEKCHUKY IO
teme. lIpeacraBurenu otaena KaapoB 3apaHEe COCTABIIOT aHKETY ISl COMCKATEIs,
MICUXOJIOT TIOATOTABJIMBACT BOMPOCHI O MPOGECCHOHATIHLHOM U JIMYHOM  OIIBITE
COMCKATEJsI, €r0 COOTBETCTBUM JOJKHOCTH. CoMcKaTelnb TOTOBUT aBTOOMOrpaduio u
pe3tome (B MUCbMEHHOM BUJE).



CtymeHTsl BBIOUPAIOT ceOe PO caMOoCTOATEIbHO. KaXaplii y9acTHUK UTPHI
NBITAEeTCS JOKa3aTh IPABOMEPHOCTh CBOMX JEHCTBUM U yoexxieHuid. rpa ctpoutcs
0 MOJENHU: Te3UC- aHTUTe3uc- cuHTe3. [IpoBeneHue NaHHON POJEBON HUIPHI
IpeanojaraeT npeABapuTeNIbHYIO MOATOTOBKY PEIIUK, COIJIACOBAHUE B PAa3BUTUU
CIO)KETa, UTO MPEIOoIaraetT cAenarh 1-2 peneTuuu.

Kpurepuu onieHuBaHusi:
MaxkcuManbHOE KOIMYeCTBO OaiioB 3a cemectp — 20 6amios

o oleHKa «oTIn4HO» (16-20 6aioB) BBHICTABISETCS CTYACHTY, €CITH UM
IPOJAEMOHCTPUPOBAHO YMEHHE BECTH NPO(eCcCHOHaIbHOE OOIICHHE, MOHMMATh
peub Ha CIyX, OCYIIECTBJISITH YCTHBIM IE€pEBOJ, TOYHO M EMKO OTBEYaTh Ha
[IOCTaBJIEHHBIE BOIPOCHI HA UHOCTPAHHOM SI3bIKE;

o oleHKa «xoporroy» (11-15 6anoB) BEICTABISIETCS CTYACHTY, €CIIU PEYb
JIOCTATOYHO OerJasi, 0JTHAKO IIPH MEPEBO/IE JOIMYIIECHBI OTAEIbHbIE CTUIIUCTUUECKUE
HETOYHOCTH; IPOJAEMOHCTPUPOBAHO YMEHHME IOHMMAaThb Ha CIyX BOIPOCHI Ha
WHOCTPAaHHOM $I3bIKE U J1aBaTh HA HUX yOEIUTEIbHbIE OTBETHI;

o OLICHKA «Y/I0BJIETBOPUTEIBEHOY (6-10 0aioB) BEICTABISETCS CTYICHTY,
€CIM YCTHAas pe4yb Ha MHOCTPAaHHOM S3bIKE M YCTHBIM MEPEBOA COJAEpXKaT
JIEKCUYECKHE,IPaMMaTUYECKUEe M CTWIMCTHYECKHME HETOYHOCTH, HWH(OpManus
IepelaHa 4YacTUYHO M C HCKOKECHUSAMH, IPOAEMOHCTPUPOBAHO HEIOJHOE
IIOHMMAaHUE 33J1aBAEMBIX BOIIPOCOB;

o OllcHKa  «HeynoBierBoputenabHo» (0-5  OamuioB)  BhICTaBIsiCTCS
CTYIACHTY, €CIU YCTHas peyb M IMEpPeBOJl COJEpKaT OO0JbIIOE KOJIUYECTBO
JEKCUYECKHX, TpaMMAaTUYECKUX M CTUJIMCTHYECKUMX OMMOOK; HH(popManus
nepeaHa YaCTUYHO U CO 3HAUUTEIbHBIMH HCKAXEHUSMU; MPOJIEMOHCTPUPOBAHO
HEMMOHMMAaHUE 3aJ]JaBAEMbIX BOIPOCOB; OTKAa3 OT BBIMOJIHEHUS 3aJaHU.

KoMILIEKT JIeKCHKO-TPAMMATHYECKUX YIPAKHEeHUI

1o quciuruinHe MHOCTpaHHBIN SI3bIK (aHTTHICKHI)

2 cemecTp

3amanue 1. 3amomHuTe TaOIMIly BO BCEX BPEMEHAX M acmekTax ¢ riarojioM t0 cOOK — ro-
TOBHTH B 1-OM JIHTIEe €TUHCTBEHHOTO Yyncia. J[aifTe mepeBo Mo KaXKIbIM aHTJIHICKUM TJ1aroioM.

Acriekr Simple Continuous Perfect Perfect
Bpewms Continuous
Hacrosmee | cook

S rotoBiro
IIpomenmee
Bynymiee

3aganue 2. M3 JaHHBIX AHTIMHCKUX TpaMMaTHUeCKuX (opM BbIOEpUTE Ty, KOTOPYIO BBI
ynoTpeOuiny Obl IpU MEePeBO/IE CIEAYIOIUX PYCCKUX MPEATIOKEHHIHA:



1) S yuy anramiickue cioBa 0ObIYHO HA HOYb
a) learn b) am learning c) have learned
2) 51 y4y aHIVIMHACKHM A3BIK YK€ HECKOJIBKO JIET, ¢ 1990 1.
a) am studying b) have been studying c)study d) had studied
3) B HacTosiniee BpeMs s MUILY 3TOT TECT, HE OTBJIEKATE MEHS.
a) write  b) am writing c) have been written
4) 51 Hukorga He MUCAJI TaAKUX TECTOB.
a) wrote b) have written ¢) was writing
5) 51 okonum mkoiy B 1992 r.
a) had left b) left  c) have left
6) S mpounTaa aHTTUICKUI paccka3 BUepa rmepea TeM, Kak MaMa BEPHYJIAach ¢ paOoTEHI.
a)hadread b) read c) was reading
7) B npornuiom rozny B 3T0 BpeMs 1 FOTOBHJICS K 9K3aMEHY 110 aHIVIMHCKOMY S3BIKY.
a) prepared  b) was preparing  c) had prepared
8) BecHoli 51 0yay caaBaTh SK3aMEHBI 110 YETBIPEM IIPEIMETAM.
a) shall take b) shall be taking c) shall have taken
9) MbI cnaanM Bce SK3aMEHbI B YHUBEPCUTET K KOHILY aBI'yCTa.
a) shall pass b) shall have passed c) shall be passed

3a,I[aHI/Ie 3. HpO‘ITI/ITe TCEKCT U IEPEBCAUTEC TOJBKO IMOAYCPKHYTBIC I'JIar OJIbI

WILDLIFE

There are still thousands of different species of animals alive on earth. In the past
there were more. 360 species have disappeared since the year 1600. Now almost one
thousand more are in danger of disappearing. Where have all the tigers gone? Fifty years
ago there were 50,000 tigers. Now there are less than 3000. If people didn't hunt big cats
for their furs, there would be many more of them. What has happened to the whales? Very
few of the three largest species of whales are left.

There are about 200,000 plant species in the world. 200,000 of them — one in ten-
are in danger of disappearing. What will happen to man himself, if this goes on? Will he
join the dodo - a bird that died out long ago? Many nations have noticed this danger. In
some countries there are large national parks to save some species. Many big zoos in the
world are trying to protect 'some rare animals that are in danger of disappearing. Some
organizations are working for this end, too. As a scientist has said " You can’t just save one
eagle, you must save the forest".

3 cemecTp

3amanue 1. Ilepen Bamu BHIO-BpeMeHHas TaOmuia. Hamwmure, rae B 3-eM JIuIe
eIMHCTBEHHOTO umcia ¢ rimarojgom to build dopmer B crpamarensHoM 3amore. Jlaiite
PYCCKHIA TTEPEBO/I MO KaKIbIM aHTJIHHACKUM TJIaroJIOM.

AcnekT Simple Continuous Perfect
Bpewms
Hacrosimee Is built
[Tpomemmee

bynymee




3aganue 2. V3 AaHHBIX aHTIMHCKUX IpaMMaTH4YeCKUX (OopM BbIOEpUTE Ty, KOTOPYIO BBI
yHnoTpeOuIn OBl IPH MEPEBOJIC CACTYIONTNX MPEIIOKCHUN:
1) MHOro 10MOB OBLIO MTOCTPOEHO B MIPOIIJIOM T'OJTy.
a) were built b) had built
2) Korna s mpuexail B 3TOT TOPOJ, 3TOT JOM CTPOMUJICS.
a) was built  b) had been built  c¢) was building d) was being built
3)MHOro 10MOB CTpPOHUTCSI B MOCKBE €XKETO/THO.
a) a) are built ~ b) have been built  ¢) were being built.
4) 3ToT 10M OBLI YK€ IOCTPOCH, KOTa s mpruexa
a) was built  b) had been built c) was being built
3ananue 3. Kakoe mpemoxxeHue Bl Obl BEIOpaH, eciii Obl XOTENH CKa3aTh, 4TO MockBa
caMblIii 60mbII0M Topoa B Poccun?
1) Moscow is a large city of Russia.
2) Moscow is the largest city of Russia.
3) Moscow is one of the largest cities of Russia

3ananue 4. IlepeBenuTe TOJIBKO MOMYEPKHYTHIE CTEIEHU CPaBHEHHS NpPUJIAraTelIbHBIX U
Hapeyui:
1) 800-year-old Moscow is one of the youngest giant cities in the world.
2) Two heads are better than one.

4 cemecTp

3aganue 1. 3anonuute TabiMily nmpuiararenbHbiMu big, heavy, interesting B Tpex creneHsx
cpaBHeHus. Hanmime pycckuii IepeBoJI IO KayK IbIM IIPHJIaraTeIbHbIM.

Crenenb OpnHoCHOXKHOE JIBycnoxHoe MHorocnoxxnoe

[onoxutenpHast Big Heavy Interesting
OOJIBITION TSDKEJIBIN WHTEPECHBII

CpaBHHTENIbHAS

[IpeBocxoHas

3ananue 2. Kakoil nepeBos JaHHOTO aHTIIMHCKOTO MPEAJIOKEHUS TpaBUIeH?
This book is less interesting than that one

1) Dra kHura 6osee HHTEPECHAs, YeM Ta.

2) Dra KHUTA Takas )K€ MHTEPECHasI, KaK Ta.

3) Dra kHUTA CaMasi UHTEPECHas.

4) Dta KHHUTa MEHEe HHTEPECHAs, YeM Ta.

3a,Z[aHI/IC 3. B xakoM us3 4-x HpeI[J'IO)KeHI/Iﬁ npeameT O6J'I8.I[aeT HAWBBICIINM KaueCcTBOM?
1) This house is .higher than my house.
2) This house is as high as my house.
3) This house is very high.
4) This house is the highest in our town.

Kpurepuu ouenku:

MakcumanbHOE KOTU4ecTBO 0amioB 3a cemectp— 20 6anios

- 16-20 6amtoB (0lIeHKa «OTIUYHOY») BBICTABISACTCS 00yUaroIIeMycsl, €CJIH OH
JOMYCTU He Oonee 2 TONHBIX OMMOOK TIPU  BBIMIOJIHEHUHM  3aJlaHUN
CaMOCTOATENLHON PAa0OThI, MPHU BBIMIOJHEHUH TEPEBOJA MPOJIEMOHCTPUPOBAHO
YBEPEHHOE BJIAJICHUE JICKCUKON U TPAMMAaTHUKON U3y4aeMOro s3bIKa;




- 11-15 GayoB (OIEHKA «XOPOII0») BBICTABIISETCS 00yJaIOMIEMYCsI, €CITH OH
JOMyCTHJI He Ooyiee 5 TONHBIX OMMOOK TPH BBHIMOJTHCHUH  3aJaHUN
CaMOCTOSITENILHOW pa0OThl, TIPW BBITIOJHEHUH TIEPEBOAA OBUTH  JOIMYIICHBI
OTJC/IbHBIE HE3HAYUTEIbHBIC HETOYHOCTH, WCIPABICHHBIE IOCIE HABOJISIINX
BOTIPOCOB IPETIOIaBATEIIS;

- 6-10 GamnoB (OIEHKA «YIOBJIETBOPHUTEIBHO») CTABUTCA OOYyYaroIeMycs,
eclii OH  JomycTua He Oojee 7 OMmMMOOK TIpH BBIOJHEHWW 3aJaHUN
CaMOCTOATEILHON PabOThI, MPU TEPEBOAC MPEITIOKECHUN TOMYIIECHBI OTICIhHBIC
JICKCUYIECKUE B TPaMMAaTHICCKUE OIITHOKH;

- 05 oOawioB (omeHKa  «HEYIOBICTBOPUTEIHHOY) BHICTABISICTCS
oOydJaromemMycsi, €Clii OH IOMyCTHJI Oosiee 7 ONMIMOOK NPH BBHITIOJHEHUW 3aIaHHM
CaMOCTOSATEILHON pabOThI, TOMYCTHJI 3HAYUTEIHLHOE KOJIWYECTBO JIEKCHUYECKUX U
rpaMMaTHYECKUX OIMMOOK TPH BBIMOJHECHUU TMEPEBOAA, JIMOO OTKA3alCsi OT
BBITIOJTHCHMSI 32/ TaHUS.

3. MeToauyeckue MaTepuasibl, oOmnpejejsolye MOpoLeAypPbl
OlleHUBAaHUs 3HAHUM, YMEHMI, HABbIKOB U (UJI4) ONbITA AEATE/IbHOCTH,
XapaKTepU3yWIMX 3Tanbl opMUPOBAHUS KOMIIETEHIUMI

[Ipouienypsl OIICHUBAHUS BKJIIOYAIOT B CeOsl TEKyIIUA KOHTPOJIb H
IIPOMEXKYTOUYHYIO aTTECTALIUIO.

TekymMid KOHTPOJIb YCIIEBAEMOCTH IIPOBOJUTCSA C HCIIOJIb30BAHUEM
OLICHOYHBIX CPEACTB, IPEACTABICHHBIX B II. 2 TAaHHOTO MPHWJIOKEHUs. Pe3ynpTaThl
TEKYIIETO KOHTPOJS AOBONATCSA IO CBEACHHSI CTYJIECHTOB N0 IMPOMEXYTOUHOU
aTTECTAllAH.

IIpome:xyTouHasi aTTecTaums IpoBOAUTCS B (hopMe 3ayeTa, SK3aMeHa.

3ader MPOBOJAUTCA MO OKOHYAHWU TEOPETUYECKOro OOy4deHHUs A0 Hayaia
IK3aMEHAIMOHHON ceccur. KoamuecTBO BOMPOCOB B 3a4eTHOM 3aJaHud — 2.
OObsiBIEHUE PE3yJIbTATOB MPOU3BOAUTCS B JIeHb 3aueTa. Pe3ynbTaThl aTTecTanuu
3aHOCSITCSA B 3aUYETHYIO BEIOMOCTh M 3aY€THYIO KHMXKKY cTyAeHTa. CTyJIeHTbI, HE
MPOIIEAIINE TPOMEKYTOUHYIO aTTeCTaluio Mo TrpaduKy CEeCCUM, JTOJDKHBI
JIMKBUAUPOBATH 33JI0JKEHHOCTh B YCTAHOBJIEHHOM ITOPSIKE.

DK3aMeH MPOBOJUTCA 0 PACIIHCAHUIO K3AMEHAIMOHHON CECCUU B YCTHOM
Buje. KoimyecTBo BOMPOCOB B 3K3aMEHAMOHHOM 3agaHuu — 3. OObsBiIeHUE
pe3yJIbTAaTOB MPOU3BOJAUTCS B JIEHb dK3aMeHa. Pe3ynpTarsl arTecTaliuy 3aHOCATCS B
DK3aMEHAIIMOHHYI0 BEIOMOCTh W 3a4E€THYK) KHMXKKY CTylaeHTa. CTyneHThl, He
IPOLIEAIINE TPOMEKYTOUHYIO AaTTECTalui0 MO TrpaduKy CECCHM, JIOJKHBI
JMKBUIMUPOBATH 3aJ0JDKEHHOCTh B YCTAHOBJIIEHHOM ITOPSIAKE.

IIpuiaoxenue 2



METOINYECKHUE YKA3AHUA 11O OCBOEHHMIO JUCIITUITJIMHBI

Y4eOHbIM  IUJIAaHOM  TPEJYCMOTPEHBbl  CIECAYIOIIME BHJbI  3aHATHUI:
PaKTHYECKHUE.

Bompocsl, He pacCMOTpeHHBIE Ha MPAKTUYECKUX 3aHSATHUSX, TOJDKHBI OBITh
U3y4YeHbl ~ CTyJ€HTaMH B  XOJE€  CaMOCTOsTeNbHOW padboTel. B xone
CaMOCTOSITENILHOM pabOThl KKl 0OydarolIuiicss 00s3aH MPOYUTATh OCHOBHYIO
U 10 BO3MOXXHOCTH JIONOJHHUTENBHYIO JHUTEpaTypy IO H3y4aeMOl TeMe,
JIOTIOJTHUTD KOHCTIEKThl HEJOCTAIOUIMM  MaTepHalioM, BBIMIHCKAaMHU U3
PEKOMEH/I0BaHHBIX UCTOYHUKOB. BBIAEINTh HENOHATHBIE TEPMUHBI, HAWTH UX
3HAYCHHE B CIOBAPSX.

CTyneHT NOIKEH TOTOBUTHCS K MPEACTOSIIEMY MPAKTUYECKOMY 3aHATHIO
0 BCeM O0O3HaUYE€HHBIM B pabouell mporpaMMme AUCLUIUIMHBI BOIIPOCAM.

JUis TOATOTOBKM K 3aHATUSAM, TEKYIIEMY KOHTPOJIIO M IMPOMEKYTOUHOMH
aTTecTalluy 0OydYarolluecs MOTYT BOCIOJIb30BaThCS ANEKTPOHHO-OMOIMOTEUYHBIMU
cucremamu BVY3a. Takxe oOywarommuecs MOTyT B3ATh Ha JOM HEOOXOJUMYIO
JUTEpATypy Ha aOOHEMEHTE  BY30BCKOW OHONMOTEKHM WM BOCIOJIb30BaThCS
YUTATBHBIMH 3aJ1aMU BY3a.



